CONFIDENTIAL - Provided Pursuant to P.U. Code § 583

GTD-Document Review Plan # 46824 (Action)

ECTS was designed to house documents & data with a classification of Sensitivity Level 2
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than
SL2 you will need to take to the following actions to ensure that the data is safe:

« Encryption: Encrypt the document using PKZip or other zip software and require a
password (minimal protection). You can then attach the file to the a Document
Record as you would any other file. Further, the user should state in the Document
Access Notes field of the compliance document record.

¢ Redaction: You can attach the document unencrypted, with the portion of the
document that is sensitive redacted, showing only the viewable portion.

« Reference Only: You can refer to the sensitive document in the database, but do
not attach it and list in the Document Access Notes how an auditor or another user
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pge.com
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losed
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standard
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Tags: There are no tags.
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GTD-Document Review Plan # 829189 (Action)

ECTS was designed to house documents & data with a classification of Sensitivity Level 2
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than
SL2 you will need to take to the following actions to ensure that the data is safe:

o Encryption: Encrypt the document using PKZip or other zip software and require a
password (minimal protection). You can then attach the file to the a Document
Record as you would any other file. Further, the user should state in the Document
Access Notes field of the compliance document record.

¢ Redaction: You can attach the document unencrypted, with the portion of the
document that is sensitive redacted, showing only the viewable portion.

« Reference Only: You can refer to the sensitive document in the database, but do
not attach it and list in the Document Access Notes how an auditor or another user
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pge.com
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12/1/2011
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GTD-Document Review Plan # 136833 (Action)

ECTS was designed to house documents & data with a classification of Sensitivity Level 2
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than
SL2 you will need to take to the following actions to ensure that the data is safe:

o Encryption: Encrypt the document using PKZip or other zip software and require a
password (minimal protection). You can then attach the file to the a Document
Record as you would any other file. Further, the user should state in the Document
Access Notes field of the compliance document record.

¢ Redaction: You can attach the document unencrypted, with the portion of the
document that is sensitive redacted, showing only the viewable portion.

» Reference Only: You can refer to the sensitive document in the database, but do
not attach it and list in the Document Access Notes how an auditor or another user
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pge.com
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Redacted

losed
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Tags: There are no tags.
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GTD-Document Review Plan # 259159 (Action)

ECTS was designed to house documents & data with a classification of Sensitivity Level 2
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than
SL2 you will need to take to the following actions to ensure that the data is safe:

o Encryption: Encrypt the document using PKZip or other zip software and require a
password (minimal protection). You can then attach the file to the a Document
Record as you would any other file. Further, the user should state in the Document
Access Notes field of the compliance document record.

¢ Redaction: You can attach the document unencrypted, with the portion of the
document that is sensitive redacted, showing only the viewable portion.

+ Reference Only: You can refer to the sensitive document in the database, but do
not attach it and list in the Document Access Notes how an auditor or another user
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pge.com
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his document will be replaced by 1 new standard
nd 6 procedures that cover the OQ Program. Major
hanges include moving re-qgualification period from
5 years to 3 years, detailing how gualifications are
cheduled and petformed, and providing necessary
etails on suspensions, revocations and
einstatements of O0s.
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Tags: There are no tags.
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