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GTD-Document Review Plan # 46824 (Action)

NOTICE

ECTS was designed to house documents & data with a classification of Sensitivity Level 2 
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than 

SL2 you will need to take to the following actions to ensure that the data is safe:

• Encryption: Encrypt the document using PKZip or other zip software and require a 
password (minimal protection). You can then attach the file to the a Document 

Record as you would any other file. Further, the user should state in the Document 
Access Notes field of the compliance document record.

• Redaction: You can attach the document unencrypted, with the portion of the 
document that is sensitive redacted, showing only the viewable portion.

• Reference Only: You can refer to the sensitive document in the database, but do 
not attach it and list in the Document Access Notes how an auditor or another user 
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pqe.com
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RedactedDocument Steward 

Assignment Accepted? Ll/29/2010Acceptance Date
Line of Business 
(LOB) Man-Hour 
Review Time

es

1/29/2010Actual Review Date

Reviewed 
Regulatory (G.O., 
etc.) Requirements?
Is the Document 
still needed?

Document Review Required? es

sDocument Update Required? es

Is the document ok as is? 

If not, provide reasons?

1/29 - Document reviewed, revised and completed. All 
Document Review Comments changes have be^n rnmmnnjrateH tn kev stakeholders

-hen changes were originally made.

No

res

res

Significant
Code Compliance? es Operational

Changes?
Organizational 

” Changes?Minor Operational Changes? es

es Document
Changed?Format Changes?

overed task list has been revised. Attached is updated 
ocument. Also, these Initial/Subsequent Evaluation 
orms were modified. As of October 2010, document 02
1 was modified and 09-08 was added, 
s of July 2010, document 05-03 was added and 02-04 

32-05 & 06-13 were modified.
:s of March 2010, documents 02-08 & 02-09 were added 

of July 2009, documents 02-04 & 02-05 were modified. 
Is of May 2009, document 03-04 was modified, 
s of March 2009, documents 01-02, 02-05, 02-06, 02
7, 03-01, 03-05, 06-01 & 06-13 were modified, 
s of February 2009, document 09-01 was modified, 
s of November 2008, document 17-03 was added, 
s of May 2008, document 09-01 was modified and 

Jocuments 09-04, 09-05, 09-06 & 09-07 were added.
II changes have been communicated to key stakeholders 

when changes were originally made.
Prioritize the
updates needed on

Have associated document 
attachments and forms also 
been reviewed?

Provide a brief description of . 
changes

Estimate the SME Work effort 
needed to make the above

SB GT&S 0505825



CONFIDENTIAL - Provided Pursuant to P.U. Code § 583
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GTD-Document Review Plan # 82919 (Action)

NOTICE

ECTS was designed to house documents & data with a classification of Sensitivity Level 2 
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than 

SL2 you will need to take to the following actions to ensure that the data is safe:

• Encryption: Encrypt the document using PKZip or other zip software and require a 
password (minimal protection). You can then attach the file to the a Document 

Record as you would any other file. Further, the user should state in the Document 
Access Notes field of the compliance document record.

• Redaction: You can attach the document unencrypted, with the portion of the 
document that is sensitive redacted, showing only the viewable portion.

• Reference Only: You can refer to the sensitive document in the database, but do 
not attach it and list in the Document Access Notes how an auditor or another user 
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pqe.com
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GTD-Document Review Plan # 136833 (Action)

NOTICE

ECTS was designed to house documents & data with a classification of Sensitivity Level 2 
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than 

SL2 you will need to take to the following actions to ensure that the data is safe:

• Encryption: Encrypt the document using PKZip or other zip software and require a 
password (minimal protection). You can then attach the file to the a Document 

Record as you would any other file. Further, the user should state in the Document 
Access Notes field of the compliance document record.

• Redaction: You can attach the document unencrypted, with the portion of the 
document that is sensitive redacted, showing only the viewable portion.

• Reference Only: You can refer to the sensitive document in the database, but do 
not attach it and list in the Document Access Notes how an auditor or another user 
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pqe.com
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GTD-Document Review Plan # 259159 (Action)

NOTICE

ECTS was designed to house documents & data with a classification of Sensitivity Level 2 
(SL2) or lower. If you are required to attach files / data with a higher sensitivity level than 

SL2 you will need to take to the following actions to ensure that the data is safe:

• Encryption: Encrypt the document using PKZip or other zip software and require a 
password (minimal protection). You can then attach the file to the a Document 

Record as you would any other file. Further, the user should state in the Document 
Access Notes field of the compliance document record.

• Redaction: You can attach the document unencrypted, with the portion of the 
document that is sensitive redacted, showing only the viewable portion.

• Reference Only: You can refer to the sensitive document in the database, but do 
not attach it and list in the Document Access Notes how an auditor or another user 
could get the document via an offline process, and use Add Link at the top of the

page.

Should you have any questions about the sensitivity of your data / document please
contact: InfoSec@pqe.com
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