RP-15, Attadment G
Mnitoring for Potential Threats

FACIFIC GAS AND ELECIRIC COMANY

ASSETANDRISK MANAGEMENT
DISTRIBUTIOMNDINTEGRITYMANAGEMENT

Attachment G
Rev O
Mmnitoring for Rotential Threats

3/14/2014

Pap10f 6

SB GT&S 0070217



RP-15, Attadment G
Mmnitoring for Potential Threats

Cntents
(PO ¥ e - I S e o o = P S
2L 6 IR 11400 ¥ o1 4 (o o K 3

3.0 ReSpOBIDI ity 08 PO, ... e e e
4.0 Mamitoring of SoUME Dafa. ... ... e
5.0 Soure Data to be nmitored axd Sdedule

8.0  File MaaBrmnt
7.0 Promss Moitoring  LO0. .. e e

8.0 Newly Identified Threat Lag

9.0 Issue Investigation Proess

10.0 Archivig of Data Sourees ad Results

Pap20f 6

SB GT&S 0070218



RP-15, Attadment G
Mmnitoring for Potential Threats

1.0 Purpcee and Saope

Te purpcse of this docuent is to provide a proess for nmnitorirg potential threats in the
Distribution Integrity Mregeent  Pragran This proess description ircludes  instructios
how awoirg  infomation fron operatios is gtrered and reviewed. The risk evaluation ad
detemiratin ad threat cateprizatin is detailed in Attadment L.

This Attadment is part of RIP-15 ad RAE’s antinuwous effort to nprove the safety ad
reliability of its ges facilities.

2.0 Introduction

In order to anfom to the requireents in 49 CRRRart 192 Subpart P, RXE hes deweloped a
pragran  for nmnitoring  data fron operatios to axd to idetify nrew threats axd @ain a greater
understending  of its matural g distribution . esSbs following sectios  describe  the steps
involved to effectively  execute nmnitorirg for rew threats.

DMP Emgireering will be respasible  for aging mmitoring axd laging  for threats  and
provides a risk assessmant to meet their busiress rmeeds. DMP Risk Maeggment will utilize
this  infomatimn to clessify the threats a kown or potettial axd evaluate risk via the lIssue
Investigation Proedure  outlire  in Attacmant L.

3.0 Respasibility for Prooess

DMP Emgireering is respasible  for the prooess of nmnitoring for rew threats & described in
this Attadment. DMP Mitigation  and Risk Maegeent  are respasible  for the Issue

Investication Proedure  (IP), Attadment I. Tre IIP wverifies the classifi@tin of the rew threat
& potential or kmown, evaluates its risk axd detemires  mitigation  ectios.

4.0 Mnitorig of Source Data

41 Souree data is reviewed and scresed  for kown threats. New threats  and
threats that DMP Emgireering desrs recsssary  to track for their  business reeds
will be reorded in the ldentified Threat Lag.
411 Exarples of Kown Threats to exclude fran the Identified Threat Lag

include
Table 411 Threat Review Types for

Corpaent Type Documentation Hxclusion Exarples
MultipleMTs,

Fittings et existig PHVBA Aldyl-A  Servie Tes
Reports
MultipleMTs,

Pipe Peset existig PHVBA Aldyl-A Pipe
Reports
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Late Gs CAP, BiMnthly Late valve

Mainterene Operatias | G audits, CPUC nainterance, leak
audits survey
Gs CA, BiMnthly

CP Down Operatias CP audits, CPUC Contects,  exteusted
audits aodes

41.2 Oftrer threats cn  be nmitored
DMP Risk Moegrment’s

discretion.

via this proess at DMP Emgireering

5.0 Soure Data to benmitored axd Sdedule

or

5.1 Te following table lists the source data to be nmitored and the minimm
frequacy of nmitoring.
Data Base Mmnitorirg Interval Qoup Rspasible
PHVBA Bulletirs Amuallly DMP Emgireering
NTSBAxident  Reports Quarterly DNP Engireerirg
DMP Field Review As Rerformed DMP Risk NMoreggmant
Material Problen Reports Quarterly DNP Emgireering
Gs CA° Reportirg Quarterly DNP Ergireering
Potential Threat Lag Amual ly DMP Emireering
5.2 If additioel data sourcss are identified prior to the rext revisim of this docunent
trey will be added to the nmmitoring [ rOGESS.
6.0 File Mregeent
6.1 Te nmitoring  log and the ldentified threats log are naintaired in an Excel file at
this Share Point or its equivalent:
DMP TEAM Proect  Trackirg > feset EBrgineerig > Ferforenee Trendirg. -
Feset  Ergiresring > Process — Mnitoring Log
6.2 Mnitoring  ectivity is docunented o the tab labeled ‘Process  Mnitoring  Log”
and rew threats identified docuvented o the tab labeled “ Identified  Threat
Log.”
6.3 Te file e is Mnitoringlag YearMnth. xls.” Te file is to be appended with
tre current quarter at te the of exh review axd the previous version archived.
7.0 Proosss  Minitoring Lag
71 A mnimm the required infonation idntified in the headings in the Quarterly
Prooesss  Mmitorirg Lag.
7.2 The proess or asset owrer, or qualified altemetive  will be respasible  for
neni toring tre data.
7.3 Souree data - this identifies the souree data to benmitored by the proess or
et  lead.
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74 Querter-Year olum heading refers to te quarter and year of the souree data.
This is ot the review date
741 Lan ID - te LANID of the persm anductig the source data review.
742 Date - the date that the review wes anducted.
743 lIssue #? - This correspods to the issue nurber in the Identified Threat

Lag.

7.4.31 Te reviewer will enter the existig issue ID for awy previously
identified  threats tat are observed in the current review of te
Lure  data

743.2 If a previously unidentified threat wes observed, the reviewer

will log the threat in the identified threat Ilog ad assign  the
rext sequential 1D nurber.

7433 If ro threats are observed in the review of the soure data the
reviewer will enter “N”.

8.0 Identified Threat Log

8.1 A mnimm the required infonatin idetified in the heedirgs in the Identified
Threat Lag.

8.2 Issue ID - A ssquential nurber assiged to threats as they are observed.

8.3 TThreat Catepry — ae of eigt threat ategpriess  defired in 49CFR192.1007(b).
8.3.1 Corrosin
8.3.2 Natural Forces
8.33 Exavatin daae
8.34 Ofher Outside Foree darape
8.35 Material or Weld
8.36 Equipmnt Failure
8.3.7 Incorrect  Operation
8.3.8 Ofter

84 Promss or Aset Leed Nae

85 TThreat descriptiom  — Brief descriptim of the threat. This section sould identify
the affected asset which the threat  is related. For exaplee  Threaded joints at
custover neter sets increesed leek rate due to deteriorated pipe dope.

86 Date Raissd — Date the threat was reognized in the nunitoring  pragran

8.7 Date Rviewed- The date the threat was assiged for risk evaluation.

88 CA Nurber — Gs CA idetification nurber fron S, if te issue wss
idatified via CA.

8.9 Data Souree — Wrere the threat wes found. (RS, PHVBA bulletin etc)

8.10 Actios: (Date, LAN, Note) this field is used to capture follow-up actios
idntified threats. Te protool for entering data is the date of entry, LANID of
the persn naking the entry, the text of the action.

8.1 DNP Risk Mregpent — Documents the date, persm perfoming the review
ad P tracking nutber if DMP actiom  is required.
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9.0 Issue Investigation Process

91 The result of nmitoring  will be reviewed at minmm anually by DMP Risk
Mareggrant for the evaluatim of risk and dewelogment of mitigation plas ,m an
anual basis at mnimm  Critial ites requirig imediate action will be
anmunicated as found.

9.2 DNP Risk Mtigtion  will review the lag file axd follow the proess outlined in
At tachent I, Issue Investigatin Procedure.

93 Te result of DMP's review will benade available to DMP Engireerirg.

10.0 Archivig  of Data Sources and Results

10.1  Copies of souree data sets reviewed in the wurse of this proedure and the
neni toring log will be saved in the DM tean Proect trackig Sherdboint  at the
following link or its equivdlehe TEA Proect  Treckimg > fsset  Erpiresrig
> Ferforeee . Trending - Assst Erpivesrirg > Proess  Mnitorig . Lag

10.2 Eah data souree and log versim  will be downleeded and saved to the

Sherdbint  during the review prosess, with the exaeption of S remords.  These
reords will be naintaired  for 10 years.
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