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1.0 Purpose aid Soope
The purpose of this docirrent 
Distribution Integrity Lfenagrant 
few ongoing 
deteirri nation

is to provide a process for rrani taring potential threats in the
Program This process description includes instruct ions on 

inforaticn from operations is cpthered and reviewed. The risk evaluation and
and threat categorization is detailed in Attafrant I.

is part of FLIP-15 and RG&E’s continuous effort to improve the safety and 
of its cps facilities.

This Attafrant 
rel iability

2.0 Introduction
In order to cmfoim to the requi rerants in 48 CFRFbrt 192 Subpart P, R3&E has developed a 
program for rrani taring data from operations to and to identify new threats and cpin a greater
understanding of its natural cps distribution . as§fefe following sections describe the steps
involved to effectively execute rrani taring for new threats.

DMP Engineering will be responsible for ongoing rranitorirg and legging for threats and 
provides a risk assesarant to meet their business needs. DMP Risk Lfenaprent will utilize 
this inforaticn to classify the threats as krown or potential and evaluate risk via the Issue 
Investicpticn Ftooedure outline in Attafrant I.

3.0 Responsibility for Proosss

DMP Engineering 
this Attafrant. 
Investicpticn 
as potential

is responsible 
DMP Mticpticn 

Procedure (IP), Attafrant 
or known, evaluates its risk and detenines rritieptien

for the process of rrani taring 
and Risk Lfenagrant

for new threats as described in 
are responsible for the Issue 

I. The IIP verifies the classification
actions.

of the new threat

4.0 Mnitorirg of Source Data
4.1 Source data is reviewed and screened for known threats. New threats and

threats that DMP Engineering deers necessary to track for their business needs 
will be recorded in the Identified Threat Log.
4.1.1 Examples of Known Threats to exclude from the Identified Threat Leg

incl ude

Table 4.1.1 Threat Ffeview Types for
Cdirpcrsnt Type Dcarantaticn Exclusion Examples

IVUItipleMFfe, 
existing PHVEA 
Ffeports________

Aldyl-A Service TeesFittings Aset

IVUItipleMFfe, 
existing PHVEA 
Ffeports________

Pipe Aset AldylA Pipe
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Gte C/P, BiMnthly 
C/P audits, CPUC 
audits

Late valve
maintenance,
survey

Late
IVfeintanange Operations leak

Gte C/P, BiMnthly 
OP audits, CPUC 
audits

Centals, exhausted 
anodesCP Down Operations

4.1.2 Other threats can be monitored via this process at DMP Engineering or 
DMP Risk IVfenagmait’s discretion.

5.0 SourcB Data to be nraiitored aid Schedule

5.1 The following table lists the source data to be monitored aid the rrinrrun 
frequency of monitoring.

Group FtespcnsibleData Base Mni taring Interval
PHVEA Bui let ire Anual ly DMP Engineering
NTSBAxideit Ffeports Quarterly DMP Engineering
DMP Field Ffeview fie Fferfoned DMP Risk IVfrgprait

Quarterlyfvfater ial Roblen Ffeports DMP Engineering
Gte CAPFfeportirg Quarterly DMP Engineering
Fbtaitial Threat Log Anual ly DMP Engineering

5.2 If additional data sources are identified prior to the next revision of this docurait 
they will be added to the monitoring process.

6.0 File l\£nag^®it
The rranitaring leg aid the Identified threats log are maintained in an Excel file at 
this Share Fbint or its equivalent:

Project Track

6.1

HMD Arset Erpireeriro > Fferforranoe Trend irg -
Mni taring Log

Mni tor irg activity is docunented on the tab labeled ‘Process Mni tor irg Leg”
and new threats identified docunented on the tab labeled “ Identified Threat

eerim > F
6.2

Log.”
6.3 The file rare is MnitoringLog 

the currant quarter at the the of eadn review and the previous version archived.
YearMnth.xls.” The file is to be appended with

7.0 Proosss Mni taring Leg
7.1 identified in the headings in the QuarterlyAt rrinrnm the required intonation 

Process Mni tor irg 
The process or asset owner, or qualified alternative 
rrani tor irg

Leg.
7.2 will be responsible for

the data.
7.3 Source data - this identifies the source data to be monitored by the process or 

asset lead.
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Quarter-Year col mm heading refers to the quarter aid year of the source data.
This is not the review date.
7.4.1 Lai ID - the LAN ID of the person conducting the source data review.
7.4.2 Date - the date that the review was conducted.
7.4.3 Issue #? - This corresponds to the issue nirrber in the Identified Threat

7.4

Leg.
7.4.3.1 The reviewer will enter the existing issue ID for any previously 

identified threats that are observed in the currant review of the
source data

If a previously unidentified threat was observed, the reviewer 
will log the threat in the identified threat log and assign the
next sequential ID nirrber.

If no threats are observed in the review of the source data the 
reviewer will enter “N”.

74.3.2

7.43.3

8.0 Identified Threat Log
8.1 At rrinmm the required intonation identified in the headings in the Identified 

Threat Log.
8.2 Issue ID - A sequential nirrber assigned to threats as they are observed.
8.3 Threat Category - ere of ei^nt threat categories defined in 49CFR 192.1007(b).

8.3.1 Corrosion
8.3.2 Natural Forces
8.3.3 Excavation daracp
8.3.4 Other Outside Force damage
8.3.5 Lfeterial or Weld
8.3.6 Equipment Failure
8.3.7 Incorrect Operation
8.3.8 Other

8.4 Ftoosss or /eset Lead Name
8.5 Threat description - Brief description

the affected asset which the threat 
customer neter sets increased

8.6 Date F&ised - Date the threat was recognized
8.7 Date Ffeviewed- The date the threat
8.8 C/P Nirrber - Qte C/P identification 

identified via C/P.
8.9 Data Source - Where the threat was found. (|\JIFfe, PHVEA bul let in etc)
8.10 /etiens: (Date, LAN, Note) this field is used to capture follow-up actions cn

identified threats. The protocol for entering data is the date of entry, LAN ID of
the person rrakirg the entry, the text of the action.

8.11 DMP Risk Lfenagsrent - Documents the date, person performing the review
and IP tracking nirrber if DMP action is required.

of the threat, 
is related.

leak rate due to deteriorated
in the rranitaring

was assigned for risk evaluation, 
nirrber from S/P, if the issue was

This section should identify 
For example: Threaded joints at

pipe dope, 
program
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9.0 Issue Investicpticn
9.1 The result of rrcnitorirg will be reviewed at rrinrnm anually by DMP Risk 

Lfeegsisit for the evaluation of risk aid developieit of rriticpticn plae cn ai 
anual basis at rrinrnm Critical iters requiring mediate action will be 
cnminicated as found.

9.2 DMP Risk Mticpticn will review the leg file aid follow the process outlined in
Attadireit I, Issue Investieptien Ftooedure.

9.3 The result of DMP’s review will be made available to DMP Engineering.

Rtoobss

10.0 Archiving of Data Sources aid Ffesults
10.1 Copies of source data sets reviewed in the course of this procedure aid the 

rrcnitorirg log will be saved in the DMP team Project tracking Shan^bint at the
Ernireerirofollowing link or its equivalent 

> FferforraToe Trendiro - r . Log
10.2 Eafi data source aid leg version will be downloaded aid saved to the 

Shan^bint durirg the review process, with the exception of S3? records. These 
records will be maintained for 10 years.
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