CorDaptixTM Defining General Options
Admin Guide – v1.3.31

Defining General Options

This section describes those control tables used in the system that are not CIS specific.  
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Customer Language
Operator Language

The system provides support for multiple languages in a single environment.  System operators can use the system in their preferred language, as long as a translation into that language has been provided.

Note:  Normally, setting up the system for another language is an implementation issue, not an administrative set-up issue.  However, there are several on-line administrative features that are used to set up a new language, and these are described here.

The following steps are required to support a new language.

1. Define a language code.  Refer to Defining Languages for more information.

2. Copy descriptions of all language enabled tables from an existing translation.  For example, you might copy existing English language translations.  These copied values are not meant to be used by system operators, but act merely as “placeholders” while they are being translated into the new language.  It is necessary to do this as a first step in order to create records using the new language code created in the previous step.

Language based descriptions can be copied using a supplied batch process, NEWLANG.  Refer to Adhoc Processes for more information.

3. Assign the new language code to your User ID, sign out, and sign back in again.  Any on-line functions that you access will use your new language code.  (You can change the language code for all operators who plan to use/modify the new language).

4. Begin translations.  You might start with screen labels, menus, look-up values, and error messages.  On-line utilities have been provided to give you access to this system data.  Refer to Utilities for more information. All administrative control tables, including Rates, are language enabled as well.  The descriptions (short descriptions, long descriptions, “description on bill”, etc.) are all translatable.

Customer Language

The system also supports different languages for customers; i.e., one customer can receive bills and other correspondence in English and another in French.  Customer language is set by the language code on the person record.  Refer to Person - Miscellaneous Information.  Bills, adjustments and other system-generated records will then be done in the language of the main customer of the account.  In addition, the language code is passed on to all customer-facing interfaces, such as letter requests and bill print. 

Note.  You can define Rates in multiple languages – when a bill is generated, the line-item descriptions are generated and stored in the account’s main customer’s language of choice.  Any one who subsequently views these bills can only see the descriptions in that language. 

Note.  To support bills and other correspondence, you must also provide translations of standard bill stock and letters.  This must be handled by your printing software vendor.

Defining Countries

The topics in this section describe country-related controls.

Contents

Country - Main
Country - States
Country - Main

To add or review Country definitions choose Admin Menu, Country.

The Main page is used to customize the fields and field descriptions that will be displayed everywhere addresses are used in the system. This ensures that the all addresses conform to the customary address format and conventions of the particular country you have defined.  
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Country - Main

Field description

Enter a unique Country, Short Description and Description for the country.

The address fields that appear in the Main page are localization options that are used to customize address formats so that they conform to address requirements around the world.  By turning on an address field, you make that field available everywhere addresses for this country are used in the system (e.g., on Person and Premise).  You can enter your own descriptions for the labels that suffix each switch; these labels will appear wherever addresses are maintained in the system.

Where used

Country codes are referenced on the addresses kept on Person – Address Information and Premise – Main Information.

The system’s default country is defined on Installation Options - Main.

Country - States

To maintain the states located in a country, choose Admin Menu, Country and navigate to the State page.
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Country - States

Description of page

Use the State collection to define the valid states in the Country.

· Enter the standard postal abbreviation for the State or province.
· Enter a Description for this state or province.

Where used

States are used on Start Stop – Mailing Address, Person – Address Information and Premise – Main Information.

A Postal Default may reference the state to default on premises located in a postal code range.

Defining Currency Codes

To add or review a currency code, choose Admin Menu, Currency Code.
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Currency Code

Description of page

Enter a unique Currency, Description and Short Description for the currency.

Use Currency Symbol to define the character that prefixes currency amounts in the system (e.g., $ for U.S. dollars).

Choose the code for the Country from which the currency originates.

Enter the number of Decimals that will appear in the notation for the currency.  For example, there are two decimal positions for Australian dollars ($5.00), but no decimal positions in the Italian lira (500 L).

Enter the Scale you want to round for this currency.  Scale positions control numbers to the left of the decimal.  For example, if you want all million-dollar amounts displayed as the number of millions without the zeros, enter 6 as your scale position.  In this case, 24,000,000 would be displayed as 24.

The Currency Position indicates whether the currency symbol should be displayed as a Prefix or a Suffix to the currency amount.  For example, the US Dollar symbol is a prefix before the amount ($5.00) and the French franc symbol is a suffix after the amount (200FRF).

Where used

An account’s currency is defined on Account – Main Information.

A rate schedule currency is defined on Rate Schedule - Main.

A bill factor’s currency is defined on Bill Factor - Main.

An adjustment type’s currency is defined on Setting Up Adjustment Types.

A billable charge template’s currency is defined on Setting Up Billable Charge Templates.

A billable charge upload line type’s currency is defined on Billable Charge Line Type.

A tender source’s starting balance currency is defined on Setting Up Tender Sources.

A collection class control’s currency is defined on Collection Class Control - Main.

The system’s default currency is defined on Installation Options - Main.

Defining Display Profiles

Display profiles define options for the display and parsing of various standard data types such as dates, numbers, etc.  Choose Utilities Menu, System, Display Profile to maintain display profiles.
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Display Profile

Description of page

Enter a unique Display Profile ID to identify the profile.  Each profile can be shared by many users.  Provide a meaningful Description.

Enter a Date Format.  This affects how user views dates and how entered dates are parsed.  This is a “free format” field with some rules.

· dd or d is interpreted as the day of the month.  The “d” option suppresses a leading 0.

· MM or M is interpreted as the month number.  The “M” option suppresses a leading 0.

· yyyy, yy, or y  is interpreted as the year year.  The year can be 4 or 2 digits.  The “y” option allows entry in either 2 or 4 digit form and is displayed in 2 digit form.

Note that for centuries, the default pivot for 2 digit years is 80.  Entry of a 2 digit year greater than or equal to 80 results in a the year being interpreted as 19xx.  Entry of a 2 digit year less than 80 results in the year being interpreted as 20xx.

· Other characters are displayed as entered.  Typically, these other characters should be separators, such as “-“, “.”, or “/”.  Separators are optional, a blank space cannot be use.

Here are some examples of date formats.

	Format
	Displayed / entered as

	MM-dd-yyyy
	04-09-2001

	d/M/yyyy
	9/4/2001

	yy.MM.dd
	01.04.09

	MM-dd-y
	04-09-01 – in this case you could also enter the date as 04-09-2001


Enter a Time Format.  This is a “free format” display with some rules.

· hh or h is interpreted as the hour, 1-12;  KK or K is interpreted as the hour, 0-11;  HH or H is interpreted as the hour, 0-23;  kk or k is interpreted as the hour, 1-24.  The h, K, H, and k options suppress a leading 0.

· mm or m is interpreted as the minutes.  The m option suppresses a leading 0.

· ss or s is interpreted as the seconds.  The s option suppresses a leading 0.

· a is interpreted to mean display am or pm (only needed when the hour is entered in hh, h, KK or K formats).  If an am or pm is not entered, it defaults to am.

Here are some examples of time formats.

	Format
	Displayed / entered as

	hh:mma
	09:34PM (can be entered as 09:34p)

	HH:mm:ss
	21:34:00

	h:m:s
	9:34:0


There are several options for displaying Numbers.  Select the character you use as the Decimal Symbol (“.” or “,”), the symbol that separates the integer and decimal parts of a number.  Select the character you use as the Group Symbol (“,” or “.”), the symbol used to separate 1000s.  Select an option for the Negative Format, which dictates how negative values are displayed:  -9.9, (9.9), or 9.9-.

Currency values can have a different Negative Format from other numbers:  -s9.9, (s9.9), or s9.9-, where the “s” represents the currency symbol.

Defining Accounting Calendar

Accounting calendar determine the accounting period to which a financial transaction will be booked.  The following points describe how the system determines a financial transaction’s account period:

· Every financial transaction references an accounting date and its service agreement

· Every service agreement references a service agreement type

· Every service agreement type references a GL division

· Every GL division references an accounting calendar

· The accounting calendar contains the cross reference between the accounting date specified on the financial transaction and related accounting period in your general ledger

Warning!  This information must be the same as the information in your financial database. 

To add or review an accounting calendar, choose Admin Menu, Accounting Calendar.
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Accounting Calendar

Description of page

Enter a unique Calendar ID and Description for the calendar.

Enter the Number Of Periods for the calendar.  Don’t count the adjustment period, if you use one, or any special “system” periods.

Specify the Fiscal Year, each Accounting Period in that year, a Period Description, the Begin Date and the End Date.

When you enter begin and end dates, you can define monthly calendar periods or any fiscal period that matches your accounting calendar (weekly, bimonthly) as long as the begin and end dates of successive periods do not overlap.  Every day of the year must be included in a period; do not leave gaps between period dates.

For each fiscal period, enter the Open From Date and Open To Date.  These dates define when that particular business dates are open for posting financial transactions to that fiscal period.  For example, you might calculate a bill on Sept 1 for usage recorded on 31 August.  To post this financial transaction in the August period, you must keep it open through Sept 1.

As time passes, you will need to return to this transaction to manually enter ensuing years.  You can enter several years at a time or incorporate the task into end-of-year system maintenance.  

Where used

A GL Division references an accounting calendar. 

Every Financial Transaction references an accounting period.

Defining General Ledger Divisions

There are two types of Divisions referenced in the system: a CIS Division and a GL Division.  This is a rather powerful structure, but it can be confusing.  

· General Ledger divisions typically comprise individual entities (e.g., companies) in your general ledger.  You must set up a GL division for each such entity.  The GL division’s sole purpose in the system is to define the accounting period associated with financial transactions linked to service agreements associated with the GL division (service agreements are associated with GL divisions via their SA type).  The system cares about accounting periods in order to prevent a user from booking moneys to closed periods.  It also uses accounting periods when it produces the flat file that contains the consolidated journal entry that is interfaced to your general ledger (refer to The GL Interface for more information).

Note.  When determining how many GL Divisions you need, be sure to consider your general ledger and how your chart-of-accounts is structured.  You will typically have one GL division for each “company” in your general ledger.

· A CIS division is typically associated with a jurisdiction.  The definition of a jurisdiction is a geographic-oriented entity with unique business rules.  For example, if you conduct business in California and Nevada, and each state has different collection rules, you will need a separate jurisdiction for each state.  You must set up a CIS division for each jurisdiction in which you conduct business.

Refer to Setting Up CIS Divisions for information about CIS Divisions.

To define a general ledger division, select choose Admin Menu, GL Division.
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GL Division

Description of page

Enter a unique GL Division for the general ledger division.  

Enter a Short Description and Description of this general ledger division.  

Define the accounting Calendar ID that controls how to convert an FT’s accounting date into an accounting period.  Refer to Defining Accounting Calendars for more information.

Select the Currency Code that defines how this GL division’s financial transaction’s are denominated. Refer to Defining Currency Codes for more information.

Where used

Every SA Type must reference the GL Division into which its financial transactions should be booked. 

Every financial transaction (FT) redundantly references its service agreement’s SA type’s GL division.  The GL Division is used along with the FT’s accounting date to derive the accounting period associated with the FT.  This accounting date is interfaced to your GL by the GLDL background process.  Refer to Defining Accounting Calendar for more information.

Defining Banks & Bank Accounts

Contents

Bank - Main
Bank - Bank Account
Bank - Main

To add or review Banks choose Admin Menu, Bank.
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Bank

Description of page

Enter a unique Bank Code, Short Description and  Description for the bank.

The Bank Accounts collection displays the bank accounts currently linked to this bank code.  Use the drill down button to view more details or to modify the bank account details.  Alternatively, you may navigate to the Bank Account tab and scroll to the desired bank account. 

Bank - Bank Account

To add or review Bank Accounts for a Bank, choose Admin Menu, Bank and then navigate to the Bank Account tab.

[image: image8.png]Bank Code

‘Admin Table - Bank Friday - Hovember 16, 2001

E—

Bank Account Key

P snort Description

Check Digit
Branch D

i currency code
oD

Distribution Code

[epay

[euta Pay

[eutomatic Paymert Account
[ooose-22755

United Sttes Dolers <]

-





Bank - Bank Account

Description of page

Use the Bank Accounts tab to define the attributes of each bank account.  For each account, enter the following information:

· Enter a Bank Account Key to identify an Account at a Bank. You may have more than one account at a given bank, and you may have accounts at more than one bank.  This code will allow the system to easily identify a specific account.

· Enter a Short Description and Description to appear on prompt lists, inquiries, and reports.

· Enter the Account Number, Check Digit and if needed, the Branch ID of the bank where the account is held.

· Enter the Currency Code for the currency in which the account is denominated.

· Use DFI ID to define the Depository Financial Institution ID that is interfaced to the automatic payment-processing agent as part of the automatic payment interface.

· Enter the Distribution Code to be used for cash GL distributions when a payment is frozen or canceled.

Where used

A tender deposit must reference the bank into which the funds will be deposited.  Refer to Deposit Control – Tender Deposit for more information.

A tender source references the bank associated with the source.  Refer to Setting Up Tender Sources for more information.

An A/P check request must reference the bank from which the check’s funds will be withdrawn.  Refer to A/P Check Request for more information.

Defining Time Zones

Contents

Designing Your Time Zones
Setting Up Time Zones
Designing Your Time Zones

The Time Zone’s main purpose is related to managing interval data and understanding how the data is stored.  In addition to defining time zones, it will define time changes within a single time zone.  Refer to Time Zone and Time Changes for more information.

You may find other uses for this table even if you don’t use interval data.

When designing your time zones, the first thing to determine is the base time zone.  For an example, let’s assume that your company’s main office is in the US Central time zone.  First, you need to define this time zone and define the shift in time for going on and off daylight savings time.

	Time Zone
	Description
	Time Zone Shift Effective Date
	Time Zone Shift in Minutes

	USCentral
	Central Standard Time
	19/April/2000 02:00:001
	60

	
	
	29/Oct/2000 02:00:001
	0

	
	
	
	


Once this is done, you can link the time zone code to the installation option as the base time zone.  Refer to Installation Options - Billing for more information.

Now, you can define the other time zones where you may have customers who will send you data.  Let’s use the US time zones as an example.  We’ll define time zones for Eastern, Mountain, Pacific and one for Arizona, which doesn’t observe daylight savings time.

	Time Zone
	Description
	Time Zone Shift Effective Date
	Time Zone Shift in Minutes

	USCentral
	Central Standard Time
	19/April/2000 02:00:001
	60

	
	
	29/Oct/2000 02:00:001
	0

	USEastern
	Eastern Standard Time
	19/April/2000 02:00:001
	120

	
	
	29/Oct/2000 02:00:001
	60

	USMountain
	Mountain Standard Time
	19/April/2000 02:00:001
	-120

	
	
	29/Oct/2000 02:00:001
	-60

	USPacific
	Pacific Standard Time
	19/April/2000 02:00:001
	-180

	
	
	29/Oct/2000 02:00:001
	-120

	USArizona
	Arizona Time Zone
	1/Jan/1990 12:00:000
	-60


Notice that all time zone shifts are relative to Central Standard Time.  For each time zone, that observes daylight savings time, there will be 2 Time Zone Shift entries each year.  If a time zone does not observe daylight savings time, then one entry needs to be defined to indicate the difference from the base time zone.

Setting Up Time Zones

All interval data will be stored according to the base Time Zone defined on the installation record.  The time zone table is used to define other time zones and their relation to the base time zone.  When data being entered into the system is related to a time zone other than that defined on the installation record, the table is used to convert the data into the base time zone for storage on the database.

Open Admin Menu, Time Zone to define the time zones and their relation to the base time.
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Time Zone

Description of page

Enter a unique Time Zone and Description for the time zone.

The Collection defines Shift in Minutes that this time zone differs from the base time zone defined on the Installation Options on a given Effective Date/Time.  If a time zone participates in daylight savings time, then it will contain two “shift” records per year – one defining the shift to daylight savings time and the other defining the shift back to standard time.  If a time zone does not observe daylight savings time, than there will only ever be one record defining the Shift in Minutes that this time zone differs from the base time zone defined on the Installation Options.

Where used

The base time zone which defines the time zone used to store all interval billing information is indicated on the Installation Options.  Refer to Installation Options -Billing.

Defining Installation Options

The topics in this section describe the various CIS installation options that control various aspects of the system.

Contents

Installation Options - Main
Installation Options - Person
Installation Options - Account
Installation Options - Billing
Installation Options - CC
Installation Options - Financial Transaction
Installation Options - Messages
Installation Options - Algorithms
Installation Options - License Key
Installation Options - Main

Select Admin Menu, Installation Options and use the Main tab to define system-wide installation options.
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 Installation Options - Main

Description of page

Enter the Country to be defaulted on new Persons and Premises.  For more information, refer to Defining Countries.

Enter the Currency Code to be defaulted on new accounts and deposit controls.  For more information, refer to Defining Currency Codes.

Note.  Every account must reference the currency in which its rates and financial transactions are denominated.

Warning.  As of release 1.2.0, this currency symbol is used to display all currency amounts, regardless of currency codes defined on other objects.  The currency code referenced on account, rates, and on financial transactions is not used.

The Product Release ID is a display-only field that shows the current release of the application that is installed.

Use Quick Add Tender Type to define the tender type defaulted on payments added using the Payment QuickAdd transaction.

Use Starting Balance Tender Type to define the tender type of the starting balance recorded on your tender controls (this will almost always be the tender type associated with “cash”).  This value is used during Tender Control Balancing as a separate balance is required for each tender type in order to balance a Tender Control.  Refer to The Lifecycle Of A Tender Control for more information.

For more information, refer to Setting Up Tender Types.

Use Create Field Activity Str Stop switch to define the value of the Create FA (field activity) switch on the Start / Stop transaction.  When this switch is on (and the user doesn’t override it), pending field activities will be created when a start or stop is recorded (as opposed to shortly before the start / stop date).  Refer to Starting Service and Field Activities for more information.

Define the date to be used as the Characteristic Default Date on the premise and person pages.  This value is defaulted on new characteristics associated with persons and premises.

Installation Options - Person

Select Admin Menu, Installation Options and use the Person tab to define person-specific installation options.
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 Installation Options - Person

Description of page

When a new person is added, the system requires at least one form of identification.  Each form of identification has an identifier type.  For persons that are humans (as defined by the person type), the system defaults the identifier type defined in Identifier Type (Person).  For persons that are businesses (as defined by the person type), the system defaults the identifier type defined in Identifier Type (Business). 

Define the Language Code to be defaulted on new persons.  For more information, refer to Defining Languages.

Installation Options - Account

Select Admin Menu, Installation Options and use the Account tab to define account-specific installation options.
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 Installation Options - Account

Description of page

When a new account is added, the system requires it have a customer class.  If the main customer linked to the account is a human (as defined by the customer’s person type), the system defaults the customer class defined in Customer Class (Person).  For persons that are businesses (as defined by the person type), the system defaults the customer class defined in Customer Class (Business).  For more information, refer to Setting Up Customer Classes.

In addition to requiring a customer class when a new customer is added, the system also requires a “main customer” (i.e., a reference to a person who is identified as the main customer for the account).  Enter the default Account Relationship Type Code to be used to define the main customer relationship. For more information, refer to Setting Up Account Relationship Codes.

Enter the default Bill Route Type to be used to define how bills should be routed to a customer. For more information, refer to Setting Up Bill Route Types.

Note.  Customer class, relationship type, and bill route type are also used when a new account is added from the Person – Main page.

Installation Options - Billing

Select Admin Menu, Installation Options and use the Billing tab to define billing-specific installation options.
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 Installation Options - Billing

Description of page

Define the Rollover Threshold Factor used by billing to determine if a register’s consumption is sensible.  This value is used as follows:

· Whenever billing calculates a meter’s register’s consumption, it compares it to a value equal to X times the register’s maximum capacity (where X is the Rollover Threshold Factor).

· If consumption exceeds this value, a bill segment error is generated.  If this consumptive value is correct, a user will need to override the consumption value billed on the bill segment (billing will never use such a read).

Define the Minimum Amount for Final Bill. If a final bill is less than this amount, the bill is still produced; it’s just not printed.

Typically, the system sets a bill’s Bill Date equal to the date on which it is completed.  If you want to be able to specify a bill’s Bill Date when you complete a bill, turn on User Can Override Bill Date.  You would only want to override the bill date if you are setting up sample bills from historical period whose bill date needs to reflect the respective historical period.

Turn on Use High Low Failures on Bill if the system should mark meter reads that fail high / low checks as billable.  Turn off this switch if such reads should not be used by billing.  Users may override this default value on a specific read.  Refer to Hi/Lo Review for more information. 

Base Time is used by interval billing algorithms to determine the effective start and end times for a given period.  The Start Day Option further defines how to use the base time, indicating whether the base time is for the Current Day or for the Previous Day.  Refer to Start and End Times for Billing for more information.

All interval billing data is stored for the same Time Zone defined here.  Refer to Time Zone and Time Changes and to Defining Time Zones for more information.

Note:  Time Zone is important if you are storing interval data in any of the interval billing tables, including interval TOU maps, interval factors, or interval quantity data.  All data that is loaded into these tables will have a date and time associated with it – that time must represent the standard time (not daylight savings time) in the Time Zone that you enter here in the installation record.

The Bill Print Option is only used if you have purchased the Doc1 bill print product.  This interface will be supported in a future release.

Installation Options - CC

Select Admin Menu, Installation Options and use the C&C tab to define credit and collections-specific installation options.
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 Installation Options – CC

Description of page

When you look at an account or service agreement’s debt, the system shows the respective age of each piece of outstanding debt.  The Oldest Bucket Age (Days) defines the debt age after which the system groups all outstanding debt together.  For example, if this field is 180:

· The exact age of each element of debt that is less than 180 days old would be shown as a separate line item in the aged debt information.

· All debt older than 180 days would be amalgamated into a single “bucket”.

Oldest Bucket Age (Days) also has another use – it defines the age of financial transactions that are considered by the background process that marks old debt as “redundant”.  This batch process is referred to by the batch code of REDSAAMT.  Please refer to Process What’s Ready Background Processes for more information about this process.

Warning!  If you change the value of Oldest Bucket Age (Days)after debt has been marked as “redundant” by REDSAAMT, the system will NOT re-age the old debt (i.e., once a financial transaction has been marked as “redundant”, it is “redundant” forever).

Enter what you consider to be an excellent credit rating in Beginning Credit Rating.  Collection events can cause an account’s credit rating to decrease.  When an account’s credit rating falls below a certain level, different collection processes may ensue.

Use Beginning Cash-Only Score to define the cash-only score for accounts with a perfect payment history (i.e., one without non-sufficient funds).  When you cancel a payment tender and use a cancellation reason marked as NSF, the system will cause the account’s cash-only score to increase by the value on the payment cancellation reason.

Use Credit Rating Threshold to define when an account’s credit rating becomes risky.  When an account’s credit rating falls beneath the Credit Rating Threshold, the system will:

· Show an alert in Control Central highlighting such.

· Subject the account’s debt to different collection criteria.  For more information, refer to Designing Your Collection Class Control Overrides.

Use Cash-Only Threshold to define the number of cash-only points a customer must have before the system warns the CSR accepting payments that the account is cash-only.

Installation Options - Financial Transaction

Select Admin Menu, Installation Options and use the Financial Transaction tab to define financial transaction installation options.
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 Installation Options – Financial Transaction

Description of page

Use GL Batch Code to define the batch process that is used to interface your financial transactions to your general ledger.  The process is snapped on FT download records by the GLS background process.

Use A/P Batch Code to define the batch process that is used to interface your check requests (initiated with adjustments with an adjustment type that reference an A/P request type) to you accounts payable system.

Installation Options - Messages

Select Admin Menu, Installation Options and use the Messages tab to define messages that are used in various parts of the system.
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 Installation Options – Messages

Description of page

The Message collection contains messages that are used in various parts of the system.  For each message, define the Installation Message Type and Installation Message Text.  The following table describes how the various Message Types are used in the system.

	Message Type
	How The Message Is Used

	Endorse Message
	This message is endorsed on the back of a check when it is endorsed (check endorsement is available in release 1.2).

	Receipt Message
	This message is printed on receipts issued by the cashiering processing (receipt printing is available in release 1.2).


Installation Options - Algorithms

Select Admin Menu, Installation Options and use the Algorithm tab to define installation wide algorithms.
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Installation Options – Algorithms

Description of page

The grid contains Algorithms that control important functions in the system.  You must define the following for each algorithm:

· Specify the System Event with which the algorithm is associated (see the table that follows for a description of all possible events).

· Specify the Sequence Number and Algorithm for each system event.  You can set the Sequence Number to 10 unless you have a System Event that has multiple Algorithms.  In this case, you need to tell the system the Sequence in which they should execute.

Warning!  These algorithms are typically significant processes.  The absence of an algorithm might prevent the system from operating correctly.

You can define algorithms for the following System Events:

	System Event
	Where the Algorithm is used

	Automatic Payments
	This algorithm is executed to create automatic payments when a bill is completed and when automatic payments are created for pay plan scheduled payments.  Refer to Automatic_Payments for more information.

If you allow customers to pay automatically, you must set up this algorithm.  To do this, create a new algorithm (refer to Setting Up Algorithms).  On this algorithm, reference an algorithm type that creates automatic payments.  The system comes with a sample algorithm type called APAY-CREATE that should be used as a sample if you have to write a new algorithm type.  Refer to Setting Up Algorithm Types for how this type of algorithm operates.

	Control Central Alert
	These algorithms are executed by control central when a single account is found and selected.  They return Alert messages that appear in the Alert section of Control Central’s main page.  Note that these alerts will appear in addition to any hard-coded system alerts and / or Account specific alerts.

	Online Bill Display
	This algorithm is executed when the Display Bill button is pressed from the main Bill page.

Warning!  In addition to providing this algorithm, you must perform several other functions that are part of delivery and implementation.  These functions are out of the scope of this document.


Installation Options - License Key

Your license key is a non-sensical string of digits that, when decoded by the system, indicates the modules to which you have access.  An incorrect license key can cause any of the following to occur:

· Menus may not appear.

· Tabs on notebook pages may not appear.

· The system may return an error message when you attempt to use a function (indicating you have not licensed the function).

If any of the above symptoms occur, please contact SPL product support.

Select Admin Menu, Installation Options and use the License Key tab to enter your license key and to view the modules to which your key provides access.
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Installation Options – License Key

Description of page

The License Key is supplied by SPL WorldGroup, Inc.  It indicates the modules that your organization has licensed.  These Modules are shown in the following grid. 
Defining Work Calendar

Workday calendars are used to ensure system-calculated dates (e.g., bill due date, credit and collection event dates, etc.) fall on a workday.  Select Admin Menu, Work Calendar to define a workday calendar.
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 Work Calendar

Description of page

The information on this transaction is used to define the days of the week on which your organization works.  

Enter a unique Work Calendar and Description.

Turn on (check) the days of the week that are considered normal business days for your organization.

Use the collection to define the Holiday Date and Holiday Name for each company holiday.

Where used

The system uses this information as follows:

· A CIS Division must reference the work calendar that defines the days on which the division operates.

· If a bill’s due date falls on a non-workday, the system sets the due date to the next workday associated with the account’s division’s work calendar.

· If a collection event’s trigger date falls on a non-workday, the system sets the trigger date to the next workday associated with the account’s division’s work calendar.

· If a severance event’s trigger date falls on a non-workday, the system sets the trigger date to the next workday associated with the service agreement’s division’s work calendar.

· An Auto Pay Source must reference a workday calendar.

Defining Security & User Options

The contents of this section describe how to maintain a user’s access rights to the system’s transactions.

Contents

The Big Picture Of Application Security
Defining Application Services
Defining Security Types
Defining User Groups
Defining Languages
Defining Users
The Big Picture Of Application Security

The contents of this section provide background information about application security.

Contents

Application Security
Action Level Security
Field Level Security
The Base Package Controls One User, Two User Groups, And Many Application Services
Application Security

The system provides secured access to its applications.  This is achieved as follows:

· An application service exists for every transaction in the system.  

· You grant access to the application services to your user groups.  For example, you may create user group called “Billing Specialist” and give it access to billing-oriented application services.

· When you grant a user group access to an application service, you must all define the actions they can perform.  For example, you may indicate a user group has inquire-only access to a billing transaction, whereas another user group has add, change, freeze, cancel and complete access to the same transaction.  Refer to action level security for more information.

· If the transaction has field level security enabled, you must also define the user group’s security level for each secured field on the transaction.

· And finally, you link individual users to the user groups to which they belong.  When you link a user to a user group, this user inherits all of the user group’s access rights.

Action Level Security

When you grant a user group access to an application service, you must indicate the actions to which they have access.  For application services that can only query the database (e.g., Account Financial History), there is a single action to which you must provide access – this is called Inquire.  For application services that can modify the database (e.g., Bill Maintenance), you must define the actions that the user may perform.  Each maintenance transaction’s permissible actions is idiosyncratic, but at a minimum, most maintenance transactions support Add, Change, and Inquire actions.  Additional actions are available depending on the application service’s functions.  For example, the bill maintenance transaction has many special actions including: Freeze, Complete, Cancel, Rebill.

Important!  If an application service supports actions that modify the database other than Add, Change, and Delete; you must provide the user with Change access in addition to the other access rights.  Consider the bill maintenance transaction, it supports many special actions in addition to Add, Change, and Inquire (e.g., Freeze, Complete, Cancel, Rebill).  If you want to give a user access to any of these special actions, you must also give the user access to the Inquire and Change actions.

Field Level Security
Sometimes transaction and action security is not sufficient.  There are situations where you may need to restrict access based on the values of data.  For example, you might want to prevent certain users from completing a bill for more than $10,000.  This is referred to as “field level security”.

Field level security can be complex and idiosyncratic.  Implementing field level security always requires some programming by your implementation group.  This programming involves the introduction of the specific field-level logic into the respective application service(s).

Field level security logic is added to user exits.  Refer to the implementation training materials for more information on how to introduce field-level security logic into an application service’s user exits.

Even though the validation of a user’s field-level security rights requires programming, the definition of a user’s access rights is performed using the same transactions used to define transaction / action level security.  This is achieved as follows:

· Create a security type for each type of field-level security.

· Define the various access levels for each security type.  For example, assume you have some users who can complete bills for less than $300, and other users who can complete bills for less than $1,000, and still other users who can complete bills for any value.  In this scenario, you’d need 3 access levels on this security type:

· Level 1 (lowest): May authorize bills <= $300

· Level 2 (medium): May authorize bills <= $1,000

· Level 3 (highest): May authorize all bills

· Link this security type to each application service where this type of field level security is implemented.  This linkage is performed on the security type transaction.

· Defining each user group’s access level for each security type (this is done for each application service on which the security type is applicable).

The Base Package Controls One User, Two User Groups, And Many Application Services

When the system is initially installed, the following information is setup:

· Application services are created for all secured transactions in the base package.

· A user identified by the user id CDX is created.

· Two user groups are created:

· BASE TRN.  This user group is associated with all application services accessible from the Main, Admin and Utilities menus.  This user group is given access to all access modes for all application services (i.e., all actions on all transactions).

· BASE DEV.  This user group is associated with all application services that are defined on the Development Tools menus.  This user group is given access to all access modes for all application services (i.e., all actions on all transactions).

· The user CDX is linked to both of the above user groups.  This means that this user has access to all transactions and all actions.  

When you receive an upgrade:

· New application services are added for the new transactions introduced in the release.

· Existing application services are updated with changes in their access modes (e.g., if a new action is added to a transaction, its application service is updated accordingly).

· The BASE TRN and BASE DEV user groups are updated so they can access the new / changed application services.

Important!  With the exception of Field Level Security information, you should never add, change or remove the above information.  This information is owned by the base package.  It is provided so that an “initial user” has access to the entire system and can setup user groups and users as per your organization’s business requirements.  In other words, do not provide your own users with access to the BASE TRN and BASE DEV user groups.  In addition, if you introduce new transactions, do not add them to either of these user groups.  Rather, link them to the user groups you setup to manage your organization’s business requirements.

Defining Application Services

An application service must exist for every transaction in the system.  Please refer to Application Security for a description of how application services are used when you grant user groups access rights transactions. 

Maintenance of this information is rare.  The system is supplied with an application service for every transaction in the system.  You will only add application services if you introduce new transactions.

Important!  If you introduce new application services, you must prefix the application service code with CM.  If you do not do this, there is a slight possibility that a future release of the application could introduce a new application service with the name you allocated.

Select Utilities Menu, System, Application Service to define an application service.
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Application Service

Description of page

Enter a unique Application Service code and Description for the application service.  

Indicate the application service’s various Access Modes (i.e., actions).   Refer to Action Level Security for more information about the significance of these fields.

Where used

A user group references the application services to which its users have access.  

When a user group is granted access to an application service, you must also define the actions (i.e., access modes) that they may execute.  User groups are granted access to application services using User Group – Application Service.

Defining Security Types

Security types are used to define the types of field level security. 

Programming is required.  You cannot have field level security without introducing logic to user exits.  Refer to Field Level Security for more information on how security types are used to define field level security.

Select Utilities Menu, System, Security Type to define your security types.
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Security Types

Description of page

Enter a unique Security Type and Description. 

Use the Authorization Level grid to define the different authorization levels recognized for this security type.  Enter an Authorization Level Number and its Description.  

Programming is required.  Note that the values that you enter are not interpreted by the system itself, but by the user exit code used to implement the special security.  Check with the developer of the user exit logic for the correct values. Refer to Field Level Security for more information on how security types are used to define field level security.

Use the Application Services grid to define the application service(s) to which this security type is applicable.  If this application service is already associated with user groups, you must update each user group to define their respective security level.  This is performed using User Group – Application Service.

Defining User Groups

A user group is a group of users who have the same degree of security access.  Think of a user group as a “role”; associated with a role are:

· The users who play this role

· The application services to which the role’s users have access (along with the actions they can execute for each service and their field level security authorization levels).

Contents

User Group - Main
User Group - Application Services
User Group - Users
User Group - Main

Select Utilities Menu, System, User Group to view the application services to which a user has access.

Important!  Please do not add, change or remove application services from the BASE TRN and BASE DEV user groups.  Refer to The Base Package Controls One User, Two User Groups, And Many Application Services for an explanation.
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User Group - Main

Description of page

Enter a unique User Group code and Description for the user group.  

The Application Services grid displays the various application services to which users in this group have access.   Please note the following in respect of this grid:

· Use the Application Service search to restrict the application services displayed in the grid.  For example, if you only want to see application services that start with the word “field”, you can enter this word and press enter.

· To add additional application services to this user group, navigate to the User Group – Application Services page and press the + button.  

· To remove or change this user group’s access to an application service, press the go to button adjacent to the respective application service.  This will cause you to be transferred to the User Group – Application Services tab where you should press the – key to remove the application service from the user group.

Where used

The system’s security module uses this information to secure your application services from improper use.  In other words, users may only access application services (i.e., transactions) linked to user groups to which they belong.

User Group - Application Services

Select Utilities Menu, System, User Group and navigate to the Application Services tab to maintain a user group’s access rights to an application service.

Important!  When you grant a user group access rights to an application service, you are actually granting all users in the user group access rights to the application service.
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User Group – Application Services

Description of page

The Application Service scroll contains the application services to which the User Group has access.

Note. You can also use Main page to select the application service for which you wish to change the access privileges.  To do this, simply press the go to button adjacent to the respective application service.

To add additional application services to this user group, press the + button and specify the following: 

· Enter the Application Service ID to which the group has access.

· Define the Expiration Date when the group’s access to the application service expires.

Define the Access Modes that users in this group have to the Application Service.  When a new application service is added, the system will default all potential Access Modes associate with the Application Service.  You need only remove those modes that are not relevant for the User Group.  Refer to Action Level Security for more information about access modes.

Important!  If an application service supports actions that modify the database other than Add, Change, and Delete; you must provide the user with Change access in addition to the other access rights.  Consider the bill maintenance transaction, it supports many special actions in addition to Add, Change, and Inquire (e.g., Freeze, Complete, Cancel, Rebill).  If you want to give a user access to any of these special actions, you must also give the user access to the Inquire and Change actions.

If you require additional security options, often referred to as “field level” security, then you use Security Type Code and assign an Authorization Level to each. When a new application service is added, the system will default all potential Security Types and you need only define the respective Authorization Levels. Refer to Field Level Security for more information about security types.

User Group - Users

Select Utilities Menu, System, User Group and navigate to the Users tab to maintain the user’s in a user group.
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User Group – Users

Description of page

The scroll area contains the users who are part of this user group. 

Note.  Keep in mind that when you add a User to a User Group, you are granting this user access to all of the application services defined on the Application Services tab.

To add additional users to this user group, press the + button and specify the following: 

· Enter the User ID of the user.

· Use Expiration Date to define when the user’s membership in the group expires.

Note.  You can also add a user to a user group using User - Main.

Defining Languages

A language code exists for every language spoken by your users and your customers.  The system uses this code to supply information to users and customers in their respective language.  Select Admin Menu, Language to define a language.
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Language

Description of page

Enter a unique Language Code and Description for the language.

Language Enable has an important, if esoteric use.  When you add a new language code to the system, check this box if you intend to support the language in all the control, message, and system tables.

Where used

A User references a language code.

A Person references a language code.

Internally, all administrative control tables and system metadata reference language code.

Refer to Support For Different Languages for more information on system support of language.

Defining Users

The user transaction is used to define security rights, user-specific default information, and ToDo roles associated with a specific user.

Contents

User - Main
User - ToDo Roles
User - Main

Select Utilities Menu, System, User to define a user and the user groups that govern their security access.
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User - Main

Description of page

Enter a unique User ID, Last Name and First Name for the user.  

Use Language Code to define the language in which the user’s screen prompts and messages should appear.

Use Tender Source to define the notional location (e.g., the specific cash drawer) in which an operator’s payment tenders are stored during the day. 

Use Display Profile ID to define the display options for this user.

Use the User Group collection to define the user group(s) to which this user belongs (users have access to the application services linked to their user group(s)).  If the user is no longer part of a user group, use Expiration Date to define the date when the user is no longer part of the respective User Group.

Note.  You can also maintain the users in a user group using User Group - Users.

Where used

The system’s security module uses this information to control the transactions your users may access.

The system’s globalization logic uses the language code to construct language-specific error messages, warning messages, drop down values, and field prompts.

The payment event transaction defaults the tender source when a user adds a new payment event.

User - ToDo Roles

Select Utilities Menu, System, User and navigate to the ToDo Roles tab to define the ToDo roles to which the user belongs. 

A user’s ToDo roles control the types of ToDo entries the user can access.  Refer to ToDo Entries Reference A Role for information about ToDo roles.
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User – ToDo Roles

Description of page

The grid contains the user’s ToDo roles.  To modify a ToDo role linked to the user, simply move to a field and change its value.  To remove a ToDo role, press the + button.  To add a new ToDo role, press the – button and fill in the information for each field.  The following fields display:

ToDo Role
The ID of the ToDo role to which this user belongs.

Where used

Every ToDo entry references a role.  A ToDo role has one or more users (and a user may belong to many ToDo roles).  Users who are part of the ToDo role assigned to a ToDo entry may work on the ToDo entry.  Refer to The Big Picture Of ToDo Lists for more information.

The Big Picture Of ToDo Lists

There are numerous events that trigger the creation of messages describing work that requires human attention.  For example, if a bill segment has an error, aTo Do message is created to highlight such.

Each type of message appears in a To Do list.  For example, there are To Do lists for bill segment errors, payment errors, accounts without bill cycles, etc.

We refer to a message that appears in a To Do list as a To Do entry.  A To Do entry has a To Do log that maintains record of the To Do entry’s progress.  For example, the To Do log indicates when the To Do entry was created, when it was assigned to a user and to whom it was assigned, and when and by whom it was closed. 

Refer to To Do Processing for the queries used by operators to view To Do lists, To Do entries and To Do logs.

Each To Do entry is assigned a specific To Do Role.  The role defines the users who may look at and work on the entry.  When a user looks at the contents of a To Do list, the user only sees entries associated with roles to which the user belongs.

Refer to To Do Supervisor Functions for information about transactions that can be used by supervisors to review and assign work to users.

Users have the option of drilling down on a To Do entry.  When a user drills down on an entry, the user is transferred to the transaction associated with the entry.  For example, if a user drills down on a bill segment error entry, the user is taken to the Bill Segment – Main page.  Obviously, the page to which the user is taken differs depending on the type of entry.

By default, when a user drills down on an entry, the user is assigned as the person who is assigned to the entry.  After finishing work on an entry, the user can mark it as Complete.  Completed entries do not appear on the To Do list (but they are retained on the database for audit purposes).  If the user cannot resolve the problem, the user can forward the To Do to another user, thus assigning the To Do to another user.

Note.  It is possible for a user to mark an entry as Complete when the user first drills down on the entry.

The topics below provide more information about To Do processing.
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Every To Do entry references a To Do type.  The To Do type controls the following functions:

· The To Do list on which the entry appears.   

· The page into which a user is taken when they drill down on an entry.

· The message that appears in the user’s To Do list.  Note this message can be overridden for specific To Do messages by specifying a different message number in the process that creates the specific To Do entry.  For example, the process that creates To Do entries associated with bill segments that are in error displays the error message rather than a generic “bill segment is in error” message.

· The To Do list’s sort options.  Sort options may be used on the To Do list page to sort the entries in a different order.  For example, when a user looks at the bill segment error To Do list, they have the option of sorting it in error number order, account name order, or in customer class order.  Note the default sort order is also defined on To Do type.

· Whether (and how) the To Do entry is downloaded to an external system (e.g., an email system).

· The roles to which an entry may be reassigned.

· The priority of the To Do list in respect of other To Do lists.

· The To Do list’s usage, which indicates whether a To Do of that type may be created manually by a user.

ToDo Entries Reference A Role

Every To Do entry references a role.  The role defines the users who may look at and be assigned to Open entries.

The permissible roles that may be assigned to a To Do entry are defined on the entry’s To Do type.  After an entry is created, its role may be changed to any role defined as valid for the entry’s To Do type.

An entry’s initial role is assigned by the background process or algorithm that creates the entry.  Because you can create your own processes and algorithms, there are an infinite number of ways to default an entry’s role.  However, the base package processes and algorithms use the following mechanisms to default an entry’s role:

· If the entry is associated with an account, the system attempts to extract a role from the account’s AMG or division:

· The system first checks if the account references an account management group (AMG).  If so, it checks if the entry’s To Do type is referenced on the AMG.  If so, it defaults the role defined on the AMG for the To Do type.  Refer to Account Management Groups May Be Used To Define An Entry’s Role for more information.

· If a role could not be taken from the account’s AMG, the system checks if the account references a division.  If so, it checks if the entry’s To Do type is referenced on the division.  If so, it defaults the role defined on the division for the To Do type.  Refer to Division May Be Used To Define An Entry’s Role for more information.

· If a role wasn’t retrieved in the previous step, then if the entry is created via an algorithm that has Role as a parameter, this role is assigned to the entry.  Note: role is frequently an optional parameter.

· If the entry does not have a role after the above takes place, the entry’s To Do type’s default role is assigned to the entry.

Important!  Most organizations have the notion of a supervisor who is responsible for all entries assigned to a given role.  It’s important for this user (or users) to be part of all such roles.  Refer to To Do Supervisor Functions for information about transactions that can be used by supervisors to review and assign work to users.

To Do Entries Have Logs

Each To Do entry has a To Do log that maintains a record of the To Do’s progress in the system.  For example, the To Do log indicates when the To Do entry was created, when it was assigned to a user and to whom it was assigned, and when and by whom it was closed.  Users can view the log to see who assigned them a particular To Do and whether any work has already been done on the To Do.

A log entry is created for all actions that can be taken on a To Do entry.  Log entries are created for the following events:

· A To Do entry is created (either by the system or by a user)

· A To Do entry is completed (either by the system or by a user)

· A user takes an open To Do entry

· A supervisor assigns a To Do entry

· A user forwards an entry to another user or role

· A user sends back a To Do to the user who forwarded it

· A user manually adds a log entry to record details about the To Do’s progress

For information about the contents of log entries for each of the events, refer to Log Entry Events.

Account Management Groups May Be Used To Define An Entry’s Role

As described above, users are informed that something requires their attention by entries that appear in a ToDo List.  For example, consider what happens when billing can’t find a reading (and it’s not allowed to estimate):

· The billing process creates a bill segment that is in error (meter read cannot be found).

· This bill segment that’s in error, in turn, triggers the creation of a ToDo entry.

· The ToDo entry is assigned a role.  A role is one or more users who can look at / work on the entry.

· When users view a ToDo List, they only see entries addressed to roles to which they belong.

You can optionally use account management groups (AMG) to define the respective role to be assigned to ToDo entries that are associated with an account and ToDo type.  For example, you can create an AMG called Credit Risks and assign this to accounts with suspect credit.  Then, whenever an account-oriented ToDo entry is created for such an account, it will be assigned a role based on the Credit Risks AMG.  Refer to Setting Up Account Management Groups for more information.

By assigning an AMG to an account, you are telling the system to address this account’s worklist entries to the roles defined on the AMG (note, each ToDo type can have a different role defined for it on an AMG).  Refer to ToDo Entries Reference A Role for the details of how an initial role is assigned to ToDo entries.

Refer to ToDo Entries Created By Background Processes and ToDo Entries Created By Algorithms for a list of those entries that take advantage of the AMG functionality.

Division May Be Used To Define An Entry’s Role

As described above, users are informed that something requires their attention by entries that appear in a ToDo List.  For example, consider what happens when billing can’t find a reading (and it’s not allowed to estimate):

· The billing process creates a bill segment that is in error (meter read cannot be found).

· This bill segment that’s in error, in turn, triggers the creation of a ToDo entry.

· The ToDo entry is assigned a role.  A role is one or more users who can look at / work on the entry.

· When a user views a ToDo List, they only see entries addressed to roles to which they belong.

You can optionally use division to define the respective role to be assigned to ToDo entries that are associated with an account and ToDo type.  For example, you may have a division called California Operations and assign this to accounts located in California.  Then, whenever an account-oriented ToDo entry is created for such an account, it will be assigned a role based on the California Operations division.  Refer to Setting Up CIS Divisions for more information.

Refer to ToDo Entries Reference A Role for the details of how an initial role is assigned to ToDo entries.  Refer to ToDo Entries Created By Background Processes and ToDo Entries Created By Algorithms for a list of those entries that take advantage of the division assignment functionality.

How Are ToDo Entries Created?

A ToDo Entry may be created in the following ways:

· A dedicated background process can create entries of a given type.  Refer to To Do Entries Created By Background Processes for a list of the background processes and the To Do entries they create.

· An algorithm can create entries of a given type.  Because the use of algorithms is entirely dependent on how you configure the control tables, the number of types of such entries is indeterminate.  Refer to To Do Entries Created By Algorithms for a list of the algorithms that create To Do entries.

· A user can create To Do entries of To Do types that have a Manual usage.  Refer to To Do Entries Created Manually for information about setting up manual To Do types.

How Are ToDo Entries Completed?

Refer to The Lifecycle Of A To Do Entry for a description of how entries become complete (i.e., are removed from the To Do list).

The Lifecycle Of A ToDo Entry

The following state transition diagram will be useful in understanding the lifecycle of a To Do entry.
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A To Do entry is typically created in the Open state.  Entries of this type can be viewed by all users belonging to the entry’s role.  Refer to How Are To Do Entries Created? for information about how entries are created.

An Open entry becomes Being Worked when it is assigned to a specific user or when a user proactively assumes responsibility for the entry.  While an entry is Being Worked, it can only be viewed by the user who is assigned to it.

To Do entries may be created in the Being Worked state.  Some To Do background processes may create To Do entries in the Being Worked state.  When a user adds a To Do entry online and assigns the To Do to a user (as opposed to a role), the To Do entry is also created in the Being Worked state.

When an entry becomes Complete, it is no longer visible in the To Do list queries (but it remains on the database for audit purposes).  There are two ways an entry can become Complete:

· A user can manually indicate it is Complete (there are several ways to do this). 

· For To Do entries that are logically associated with the state of some object, the system automatically marks the entry Complete when the object is no longer in the respective state.  For example, an entry that’s created when an account doesn’t have a bill cycle is completed when the account has a bill cycle.  

Important!  The automatic completion of To Do entries occurs when the background process responsible for creating entries of a given type is executed.  Therefore, if you only run these processes once per day, these entries remain Being Worked even if the object is no longer in the respective state.

ToDo Entries Created By Background Processes

The following table contains those To Do entries that are created by the background processes supplied with the base package.  

To Do entries can also be created by algorithms.  Refer to To Do Entries Created By Algorithms for a list of the To Do entries created by algorithms.

If you don’t schedule the background process, the entries will NOT be created!  The To Do entries that appear below will only be created if you have scheduled the associated background process.  Therefore, if you want the system to produce a given entry, schedule the background process.  Refer to To Do Entry Processes for a list of the background processes that create To Do entries.

	Background Process
	To Do Type
	Message
	Sort Keys
	Drill Transaction / Key
	Uses AMG / Div

	FANRMRCO
	D/C REG
	FA - %1 cannot be completed. Meter Configuration - %2 contains Demand or Consumptive register. 

%1 is the field activity id

%2 is the meter configuration id
	Field activity id

Meter configuration id
	Field Activity / Field Activity Id
	No

	REGCNST
	RGCDIFF
	%1, %2 register on meter %3:  current constant: %4, calculated constant: %5

%1 is the UOM of the register

%2 is the TOU of the register

%3 is the badge number

%4 is the register constant

%5 is the calculated constant
	Badge Number

Meter Type
	Meter / Meter Id
	No

	REGCNST
	RGCMOD
	The product of CT/VTs is %1, it’s modulo 5 value is %2 at SP %3

%1 is the CT/VT product

%2 is the modulo 5 of the CT/VT product

%3 is the premise’s address
	Premise address

City & state
	Service Point / Service Point Id
	No

	TD-BCUPL
	TD-BCUPL
	Msg:  Inherited from the billable charge upload exception record.

Parms:  Inherited from the exception record.
	Error message number

External ID’s description (assuming there is one)
	Billable charge upload staging / Billable charge upload ID
	No 

	TD-BIERR
	TD-BIERR
	Msg:  Inherited from the bill exception record.

Parms:  Inherited from the exception record.
	Error message number

Account’s main customer’s primary name

Account’s customer class 
	Bill / Bill ID
	Yes

	TD-BSERR
	TD-BSERR
	Msg:  Inherited from the bill segment exception record.

Parms:  Inherited from the exception record.
	Error message number

SA’s account’s main customer’s primary name

SA’s Division / SA Type
	Bill Segment / Bill segment ID
	Yes

	TD-BTERR
	TD-BTERR
	Batch %1 - %2 failed on %3.

%1 is the name of the batch job

%2 is the run number

%3 is the instance number
	Batch Control Code

Batch Run Number
	Batch Run Tree /

Batch Control Code

Batch Run Number

Batch Re-run Number
	No

	TD-CEVT
	TD-CEVT
	A collection process for %1 requires your attention - %2

%1 is the name of the collection process’s account

%2 is the description (language) of the collection event’s event type
	Account’s main customer’s primary name

Collection event type

Account’s customer class
	Collection Process / Collection Process ID
	Yes

	TD-DTCST
	TD-DTCST
	Msg:  Inherited from the deposit control staging / tender control staging record.

Parms:  Inherited from the exception record.
	External Source ID

External Transmission ID
	Deposit Control Staging / 

External Source ID

External Transmission ID
	No

	TD-FAUPL
	TD-FAUPL
	Msg:  Inherited from the field activity upload exception record.

Parms:  Inherited from the exception record.
	Error number
	Field Activity Upload Staging / Upload Staging ID
	No

	TD-MODTL
	TD-MODTL
	A match event for %1 was created on %2 and has been disputed for %3 days

%1 is the account’s main customer’s name

%2 is the creation date of the match event

%3 is the number of days the match event had been disputed (as at the time the ToDo entry was created)
	Account’s main customer’s primary name

Number of days in dispute
	Match Event / Match Event ID
	Yes

	TD-MONTL
	TD-MODTL
	A match event for %1 was created on %2 and has been open for %3 days

%1 is the account’s main customer’s name

%2 is the creation date of the match event

%3 is the number of days the match event had been open (as at the time the ToDo entry was created)
	Account’s main customer’s primary name

Number of days since opening
	Match Event / Match Event ID
	Yes

	TD-MRRER
	TD-MRRER
	Msg:  Inherited from the meter read remark exception record.

Parms:  Inherited from the exception record.
	Error number

Badge number

Meter type
	Meter Read / Meter Read ID
	No

	TD-MRUPL
	TD-MRUPL
	Msg:  Inherited from the meter read upload exception record.

Parms:  Inherited from the exception record.
	Error message number

Badge Number

Read Date & Read Time
	Meter Read Upload Staging ID 
	No

	TD-NCDEX
	TD-NCDEX
	The %1 non-cash deposit for %2 expires on %3

%1 is the NCD’s description (language)

%2 is the name of the NCD’s account

%3 is the expiration date of the NCD
	Account’s main customer’s primary name

NCD type

Expiration date

NCD amount
	Account – Deposit / Account ID
	Yes

	TD-NOBC
	TD-NOBC
	Account %1 has no bill cycle

%1 is the account ID
	Account’s main customer’s primary name

Account’s customer class
	Account / Account ID
	Yes

	TD-NOMR
	TD-NOMR
	No meter read cycle for the %1 service point at %2 

%1 is the SP’s SP Type

%2 is the SP’s premise address
	SP’s premise’s address 1, City & State
	SP / SP ID
	Yes

	TD-NTUPL
	TD-NTUPL
	Msg:  Inherited from the notification upload exception record.

Parms:  Inherited from the exception record.
	Error message number

External ID’s description (assuming there is one)
	Notification Upload Staging / Notification Upload ID
	No

	TD-PYERR
	TD-PYERR
	Msg:  Inherited from the payment exception record.

Parms:  Inherited from the exception record.
	Error message number

Account’s main customer’s primary name

Account’s customer class
	Payment / Event ID
	Yes

	TD-PYUPL
	TD-PYUPL
	Msg:  Inherited from the payment upload exception record.

Parms:  Inherited from the exception record.
	Error message number
	Deposit Control Staging / External Source ID & External Transmission ID
	No

	TD-SEVT
	TD-SEVT
	A severance process for %1 requires your attention - %2

%1 is the name of the severance process’s SA’s account

%2 is the description (language) of the severance event’s event type
	Account’s main customer’s primary name

Severance event type

Account’s customer class
	Severance Process / Severance Process ID
	Yes

	TD-SPRO
	TD-SPRO
	Msg:  Inherited from the severance process record.

Parms:  Inherited from the severance process record.
	Account’s main customer’s primary name

Account’s customer class

SA’s Division / SA type
	Severance Process / Severance Process ID
	Yes

	TD-SSFTL
	TD-SSFTL
	SA - %1 in %2 status for too long. It should have been activated or stopped as of %3.

%1 is the SA Id

%2 is the SA Status

%3 is the event date
	Service Agreement Id

Account Name

SA Type information
	SA / SA Id
	Yes

	TD-UNBAL
	TD-UNBAL
	Msg:  Inherited from the payment event exception record.

Parms:  Inherited from the exception record.
	Event date
	Payment / Event ID
	Yes

	TD-WEXTL
	TD-WEXTL
	Msg:  Inherited from the workflow event exception record.

Parms:  Inherited from the exception record.
	Error message number

Workflow event type description
	Workflow Process - Events / Workflow Event ID
	Yes

	TD-WOEVT
	TD-WOEVT
	A write-off process for %1 requires your attention - %2

%1 is the name of the write-off process’s account

%2 is the description (language) of the write-off  event’s event type
	Account’s main customer’s primary name

Write-off event type

Account’s customer class
	Write-Off Process / Write-Off Process ID
	Yes

	TREND
	NCFSSPS
	Unlinked SP - %1 has a new meter read -%2 where consumption - %3 is not negligible. 

%1 is the service point id

%2 is the meter read id

%3 is the consumption
	Service Point

Meter Read Id

Consumption (desc)
	Meter Read / Meter Read Id
	No


The following points describe the columns used in the above table:

· Background Process.  This is the ID of the background process that creates entries of this type.

· To Do Type.  If you compare the ID of the To Do type with the ID of the background process that creates it, you’ll notice that they are typically the same (this is simply a convention).

· Message.  This is the message that appears in the To Do list.  If the entry’s message is not inherited from an exception record, you may change this message by changing the respective entry in the message catalog (the message ID is defined on the To Do type record).

· Sort Keys.  These are the methods that can be used to sort entries in a To Do list.  These values may NOT be changed.

· Drill Transaction / Key.  This is the page to which a user will be taken when they drill down on such an entry.

· Uses AMG/Div.  A value of Yes appears if the process uses an account’s account management group (AMG) or division when it allocates an entry’s role.  Refer to To Do Entries Reference A Role for more information.

ToDo Entries Created By Algorithms

The following table contains those To Do entries that are created by algorithm types supplied with the base package.  If you want to take advantage of these types of entries, you must do the following:

· The Message column below indicates how the message is constructed that appears in the user’s To Do list.  If the message associated with the algorithm type is not “inherited” from a transaction, you must create an entry in the message catalog that contains the message text that appears in the To Do list (see the previous section for examples).  A few suggestions to assist in this effort:

· Make sure the message you add belongs to message category 90000 (this is the one for implementer messages).

· The message text will typically contain “substitution variables”.  For example, the NEW SA TO algorithm type creates a To Do entry whose message contains two substitution variables (customer name and division / sa type of the new service agreement).  The message you set up would therefore be something like “%1 had a new SA created, the SA type is %2”.  The Message column that appears in the following table indicates the substitution values that are set up for To Do entries created by the respective algorithm.

· Create a To Do type for the entry.  A few suggestions to assist in this effort.

· You should prefix the To Do Type code with “CM” (e.g., CMABC rather than ABC).  If you do not do this, there is a slight possibility that a future release of the application could introduce a new To Do type with the name you allocated.

· The Drill Down Application Service associated with the page to which the user is transferred when they select a To Do entry.  The Drill Transaction column that appears below indicates the recommend application service that should be used for To Do entries created by the respective algorithm.

· The Creation Process can be blank.

· The Routing Process can be blank.

· The Message Category and Number should reference the message you created above.  If the To Do entry has an “inherited message”, you can specify any message category and number as it will be overridden with the “inherited message”.

· The Roles should be those users who can work on entries of this type.

· The Sort Keys are the values that a user can use to resort the entries in a given To Do list.  The Sort Keys column that appears below indicates the values that should be set up for To Do entries created by the respective algorithm.

· The Drill Keys are the values passed to the Drill Down Application Service.  The Sort Keys column that appears below indicates the values that should be set up for To Do entries created by the respective algorithm.

· Create an algorithm (or an SQ rule for those indicated as such):  

· This algorithm / SQ rule must reference the appropriate Algorithm Type (see the table below for permissible values).  

· These algorithms have a parameter of the To Do Type to be created.   You should specify the To Do Type you created above.

· Plug the algorithm into the respective control table.  To determine the control table on which the algorithm is plugged in, click the hyperlink under the respective Algorithm Type in the column below.  You will be transferred to a location that describes the algorithm type and where algorithms of this type are plugged-in. 

To Do entries can also be created by background processes.  Refer to ToDo Entries Created By Background Processes for a list of the To Do entries created by background processes.

	Algorithm Type
	Message
	Sort Keys
	Drill Transaction / Key
	Uses AMG / Div

	DEL BSEG 
	Msg:  Inherited from the bill segment record.

Parms:  Inherited from the exception record
	Error message number

SA’s account’s main customer’s primary name

SA’s Division / SA Type
	Bill / Bill ID
	Yes

	DEPRECOM-GSP
	%1 is the account name

%2 is the current deposit

%3 is the recommended deposit
	Account name
	Account / Account Id
	Yes

	DEPRECOM-MBT
	%1 is the account name

%2 is the current deposit

%3 is the recommended deposit
	Account name
	Account / Account Id
	Yes

	DEPREFMETH-W
	%1 is the deposit amount

%2 is the account name
	Account name

Account customer class
	SA / SA Id
	No

	DVTSTR17
Note, this algorithm type can create 3 different ToDo entries.  You’d have to setup 3 ToDo types if you wish to use this algorithm
	Invalid test location ToDo Type:

%1 is the characteristic value of the device test type location

%2 is the derived location (S or F)

%3 is the badge number
	Badge number
	Device Test / Device Test Id
	No

	
	Residential high / low value ToDo Type:

%1 is the devise test result

%2 is the low limit

%3 is the high limit
	Badge number
	Device Test / Device Test Id
	No

	
	Non residential high / low value ToDo type:

%1 is the devise test result

%2 is the low limit

%3 is the high limit
	Badge number
	Device Test / Device Test Id
	No

	LF
Note, this algorithm type is used to define an SQ rule’s parameters.  Therefore, you must set up an SQ rule that reference this algorithm type in order to use this functionality (rather than setting up an algorithm type) 
	%1 is the name of the SA’s account

%2 is the actual maximum demand

%3 is the fixed threshold demand in the algorithm
	Account’s main customer’s primary name
	Bill / Bill ID
	Yes 

	NEW SA TODO 
	%1 is the name of the SA’s account

%2 is the Division/SA type
	Account’s main customer’s primary name

SA’s Division / SA Type
	Control Central / Account ID
	Yes 

	PF 

Note, this algorithm type is used to define an SQ rule’s parameters.  Therefore, you must set up an SQ rule that references this algorithm type in order to use this functionality (rather than setting up an algorithm type)
	%1 is the name of the SA’s account

%2 is the calculated power factor percentage

%3 is the power factor threshold
	Account’s main customer’s primary name
	Bill / Bill ID
	Yes 

	WFA-WL,EMAIL 
	%1 is the description (language-dependent) of the workflow  event’s event type
	Workflow event type
	Workflow Process / Workflow Process ID
	No 


ToDo Entries Created Manually

You must set up manual To Do entry types if you want your users to be able to create To Do entries online.  Users may create a manual To Do entry as a reminder to themselves to complete a task.  Online To Do entries may also be used like electronic help tickets in the system.  For example, if a user is having a problem starting service, the user can create a To Do that describes the problem.  The To Do can be assigned to a help resolution group that could either resolve the problem or send the To Do back to the initiating user with information describing how to resolve the problem. 

If you want to take advantage of manual To Do entries, create a To Do type and specify the following information.

On the Main tab:

· Set the To Do Type Usage flag to Manual.

· Set the Drill Down App. Svc to CILQTDEP (To Do entry maintenance).  The system uses this application service when the user clicks the Go To button next to the message in the To Do list and passes the table and field specified on the Drill Keys tab to transfer to the appropriate To Do entry.

· Set the Message Category and Message Number to the message you want to be used for To Do entries of this type.  A generic message is provided as part of the base package (category 15, message 1000) that can be used for manual To Dos.  If you use this message, the To Dos subject appears as the message for the To Do.  

On the Roles tab:

· Specify the To Do roles that may be assigned to To Do entries of this type.  

· Indicate the To Do role that should be defaulted when you create To Do entries of this type.

On the Sort Keys tab:

When a user adds a manual To Do entry, the system creates an entry with three sort key values.  (Sort keys may be used on the To Do list page to sort the entries in a different order.)  The To Do type should be set up to reference the sort keys as follows:

	Sequence
	Description

	1
	Created by user ID

	2
	Created by user name

	3
	Subject


We recommend that the keys have an Ascending sort order and that the Subject is made the default sort key.

On the Drill Keys tab:

When a user adds a manual To Do entry, it is created with a drill key value equal to the To Do entry’s ID.  When the user clicks the Go To button next to the message in the To Do list, the system uses the drill down application service (defined on the main tab) and the drill key to display the associated To Do entry.

The To Do type should be set up with a drill key that reference the To Do entry table and the To Do entry ID:

	Sequence
	Table
	Field

	1
	CI_TD_ENTRY
	TD_ENTRY_ID


 XE "ToDo entries:downloading" ToDo Entries May Be Routed Out Of The System

If entries of a given type should be routed out of the system (e.g., to an email system), the name of the background process responsible for creating the interface transaction (e.g., a flat file) is defined on the ToDo type.  While no such processes are supplied with the base package, if you write your own process, the system supports everything necessary to mark ToDo entries for download.

Implementing The ToDo Entries

To enable the To Do entries listed above, you must configure the system as follows:

· For To Do entries created by background processes, you must schedule the respective background processes.  Refer to To Do Entry Processes for a list of the background processes that create To Do entries.

· For To Do entries created by plug-in algorithms, you must follow the steps described under To Do Entries Created By Algorithms.

· Define the To Do roles associated with each To Do type and link the appropriate users to them.  Refer to To Do Entries Reference A Role for more information.

· If you use account management groups (AMG) to route specific To Do entries to specific roles, define the To Do role that is responsible for each To Do type for every AMG.  Refer to Account Management Groups for more information.

Defining ToDo Roles

This section describes the control table used to maintain To Do roles.

Contents

ToDo Role - Main
ToDo Role - ToDo Types
ToDo Role - Main

The Main notebook page is used to define basic information about a To Do role.  

Refer to To Do Entries Reference A Role for more information about roles and To Do entries.

To maintain this information, select Admin Menu, To Do Role and navigate to the Main page. 
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To Do Role - Main

Description of Page

Enter a unique To Do Role and Description for the To Do role.

The grid contains the role’s users.  To modify a user linked to the To Do role, simply move to a field and change its value.  To remove a user, press the – button.  To add a new user, press the + button and fill in the information for each field.  The following fields display:

User
The ID of the user that may view and work on entries assigned to this role.

Where Used

Every To Do entry references a role.  The role defines the users who may look at and be assigned to To Do entries.

The permissible roles that may be assigned to a To Do entry are defined on the entry’s To Do type.  After an entry is created, its role may be changed to any role defined as valid for the entry’s To Do type.

Roles may be defined on an account management group.

Roles may be defined on a CIS division.

A role may be defined as a parameter of an algorithm.

ToDo Role - ToDo Types

The To Do Types page defines the To Do types that may be viewed and worked on by users belonging to a given To Do role.  

To maintain this information, select Admin Menu, To Do Role and navigate to the To Do Types page. 
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To Do Role – To Do Types

Description of Page

To modify a To Do type linked to the To Do role, simply move to a field and change its value.  To remove a To Do type, press the – button.  To add a new To Do type, press the + button and fill in the information for each field.  The following fields display:

Warning!  If you remove a To Do type where this role is the default, you must define a new role as the default for the To Do type.  You do this on the To Do Type maintenance page.

To Do Type
The ID of the To Do type whose entries may viewed and worked on by the role.

Default Switch
This is a display-only field that indicates if the role is assigned to newly created entries of this type.  You may define the default role for a given To Do type on the To Do Type maintenance page.

Refer to To Do Entries Reference A Role for more information about roles and To Do entries.

Defining ToDo Types

This section describes the control table used to maintain To Do types.

Contents

ToDo Type - Main
ToDo Type - Roles
ToDo Type - Sort Keys
ToDo Type - Drill Keys
ToDo Type - Main

The Main notebook page is used to define basic information about a To Do type.  

Refer to The Big Picture Of To Do Lists for more information about To Do types and To Do lists in general.

To maintain this information, select Admin Menu, To Do Type and navigate to the Main page. 

Important!  If you introduce new To Do types, you must prefix the To Do type code with CM.  If you do not do this, there is a slight possibility that a future release of the application could introduce a new To Do type with the name you allocated.
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To Do Type - Main

Description of Page

Enter a unique To Do Type and Description for the To Do type.

Enter the relative Priority of To Do entries of this type in respect of other To Do types.  The lower the number, the higher the entry will appear on the To Do summary query.

For To Do Type Usage, select Automatic if To Dos of this type are created by the system (i.e., a background process or algorithm).  Select Manual if a user can create a To Do of this type online.

Define the Drill Down Application Service of the page into which the user is transferred when drilling down on a To Do entry of this type. 

Use Creation Process to define the background process, if any, that is used to manage (i.e., create and complete) entries of this type.  A Creation Process need only be specified for those To Do types whose entries are created by a background process.  Refer to To Do Entries Created By Background Processes for more information.

Note.  There exist background processes that are supplied To Do type(s) as parameters.  For example, the batch process REGCNST (which is responsible for confirming register constants) is supplied the To Do types it creates to highlight unusual constants as parameters and therefore these To Do types do not need (and should not have) a Creation Process specified.

Use Routing Process to define the background process that is used to download entries of a given type to an external system, if any.  A Routing Process need only be specified for those To Do types whose entries are routed to an external system (e.g., an Email system or an auto-dialer).  Refer to To Do Entries May Be Routed Out Of The System for more information.

Use Message Category and Message Number to define the message associated with this To Do type’s entries (in the To Do list).  Note: this message will only be used if the process that creates the To Do entry does not supply a specific message number.  For example, the process that creates To Do entries that highlight bill segments that are in error would not use this message; rather, the entries are marked with the message associated with the bill segment’s error. 

Where Used

Every To Do entry references a To Do type.  

To Do types may be defined on an account management group.

To Do types may be defined on a CIS division.

To Do types are referenced on the To Do roles that may work on entries of a given type.

A To Do type may be defined as a parameter of an algorithm.

ToDo Type - Roles

The Roles page defines the roles who may view and work on entries of a given To Do type.  

To maintain this information, select Admin Menu, To Do Type and navigate to the Roles page. 
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To Do Type - Roles

Description of Page

To modify a role linked to the To Do type, simply move to a field and change its value.  To remove a role, press the – button.  To add a new role, press the + button and fill in the information for each field.  The following fields display:

To Do Role
The ID of the role that may view and work on entries of a given type.

Default Switch
Turn on this switch if the role should be assigned to newly created entries of this type.  Only one role may be defined as the default per To Do type.  

Refer to To Do Entries Reference A Role for more information about roles and To Do entries.

ToDo Type - Sort Keys

The Sort Keys page defines the various ways a To Do list’s entries may be sorted.  For example, when you look at the bill segment error To Do List, you have the option of sorting the entries in error number order, account name order, or in customer class order.  

To maintain this information, select Admin Menu, To Do Type and navigate to the Sort Keys page.

Warning! Do not change this information unless you are positive that the process / algorithm that creates entries of a given type stores this information on the entries.
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To Do Type – Sort Keys

Description of Page

To modify a sort key linked to the To Do type, simply move to a field and change its value.  To remove a sort key, press the – button.  To add a new sort key (see Warning! above), press the + button and fill in the information for each field.  The following fields display:

Sequence
The unique ID of the sort key.

Description
The description of the sort key that appears on the To Do list.

Default Switch
Turn this switch on for the default sort key (the one that is initially used when a user opens a To Do list).  Only one sort key may be defined as the default per To Do type.  

Sort Order
Select whether the To Do entries should be sorted in Ascending or Descending order when this sort key is used.

ToDo Type - Drill Keys

The Drill Keys page defines the keys passed to the application service (defined on the Main page) when you drill down on an entry of a given type. 

To maintain this information, select Admin Menu, To Do Type and navigate to the Drill Keys page.

Warning! Do not change this information unless you are positive that the process / algorithm that creates entries of a given type stores this information on the entries.
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To Do Type – Drill Keys

Description of Page

To modify a drill key linked to the To Do type, simply move to a field and change its value.  To remove a drill key, click the – button.  To add a new drill key (see Warning! above), click the + button and fill in the information for each field.  The following fields display:

Sequence
The unique ID of the drill key.

Table and Field
The table and field passed to the application service when you drill down on an entry of a given type.
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