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One of the goals of this workshop process was to recommend statewide standards applicable to DA metering, including MDMA service functions.  We believe that these standards, once developed, will clarify and facilitate MDMA provider efforts to develop integrated and inter-operable systems. 








Purpose of the Appendix





This appendix is intended to establish a framework for further dialogue that will facilitate the development of uniform MDMA acceptance and performance criteria.  These criteria must be developed collaboratively with affected market participants.  We recommend this process be completed by September 15.  Once developed, clear and consistent process validation and performance standards will ensure the desired performance levels and integration needed between affected participants.


�
MDMA Acceptance and Performance Criteria





Assumptions


No such thing as a “standard” MDMA software package


Every MDMA applicant would need a system which handles agreed upon industry standard record layouts and MDMA system interface protocols.


Input and output records


Meter data/characteristics


Possibly also for archived information


Every MDMA applicant would need to comply with standard algorithms for usage calculation


Published set of rules for validating, estimating, and editing


For security purposes, UDC’s may, at its option, decide not to use its production server for MDMA certification tests


MDMA applicant will be charged an appropriate fee to participate in any certification test


Every MDMA applicant would need to comply with data timelines standards.


Every MDMA would need to comply with server availability standards.





General Certification Requirements


100% of MDMA applicant’s meter reading force must be certified, as evidenced by having passed MDMA sponsored course work and or examinations


MDMA applicant’s data processing staff must be adequately trained and supervised, and must participate in ongoing technical training


Confidentiality (etc.) agreements must be in place


Applicable to the MDMA as a whole, as well as to its individual employees and agents


For assessment purposes only, UDC’s may contact other UDC’s served by the MDMA





System Availability Certification Requirements


MDMA applicant must have adequate system redundancy and an acceptable disaster recovery plan


For a minor disaster (TBD), no more than a two-hour outage is acceptable


For a major disaster (TBD), no more than a 24-hour outage is acceptable


Plan may include arrangements for processing responsibilities to be (temporarily or permanently) assumed by another, previously approved MDMA


Plan must include a worst-case provision to ensure that no data is lost (even if another set of physical meter reads must be taken)


MDMA server must operate on a 24/365 basis


If not a mirrored system, outages must be regularly scheduled during lowest use periods


System backups must be stored off-site in a secured facility


Additional scheduled down time (which must be prearranged with UDC’s) must total less than eight hours per month, and may only occur between the hours of 2am and 5am.


MDMA applicant must provide 24/365 access to technical assistance (contact names, beeper numbers, help desk phone number, e-mail address, etc.) including a 1800 number and staff to field questions and concerns on :





Data availability


Data corruption and adjustments


systems technical support 





Technical Certification Requirements for MDMA Facilities (remove word facilities)


The MDMA applicant must provide adequate system access controls


The MDMA applicant must provide UDC’s with all necessary system access information, depending on actual transport medium


Dial-up line: Phone number, access code, modem characteristics, HTTP (or other) software version, etc.


Internet: URL, public/private key - An Internet addressable MDMA server is a minimum requirement.


Direct (dedicated) lines: Only required if warranted by expected volumes otherwise probably prohibitive to support


Encryption will be used in all situations where data is being transmitted over a common carrier


UDC’s technical staff will assess the adequacy of these controls


MDMA must enforce physical access restrictions to its data processing center


The clock on the MDMA server must be synchronized to be within 60 seconds of the time reported by UTC (Universal Coordinated Time)


MDMA applicant’s hardware and software platforms must show proof of scale-ability to meet the throughput requirements outlined in the MDCS. 


MDMA network transport will have adequate bandwidth to support transfer of maximum daily data volume within a 2 hour window.





MDMA Certification Test Procedure


UDC’s will develop standard test data representing “typical” hourly reads for two meter reading periods.  Should be done by a State Agency. 


10 to 100 cases


Different start/end dates and times


Cases will run the full gamut of possibilities and contain a wide range of problems (complete with high/low issues, missing/corrupted data, duplicate reads, no-reads, removal reads, failed meters, different record intervals, etc.)


For each test period, UDC’s will prepare three test files


Meter file, consisting of the meter ID code, meter characteristics, etc.


“Raw” data file corresponding to input provided by the meter read


All read detail (e.g., record interval) will be consistent with corresponding meter characteristics


“Processed” data file consisting of records to be made available on the server


All applicable usage calculations, exception processing (using standard algorithms), and formatting rules will have been exercised


Tolerances (if any) applicable to any algorithms will be as small as possible


Processed data file will never be made directly available to the MDMA applicant


Transport medium of the “raw” data may take one of two physical forms


An actual meter reading hand-held, loaded with test read data


A magnetic medium (diskette, tape) containing a file in UTS HHF format.


Acceptance testing procedure—Phase 1


UDC’s sends the MDMA the meter file (meter ID code, characteristics, etc.) for the first test period


Data is shipped with return receipt requested


Approximately three days later, UDC’s sends the first period of raw test data (physical format to be determined) to the MDMA applicant


Data is shipped with return receipt requested


MDMA has three business days from date of receipt until usage information must become available on their server


Using access information provided by MDMA applicant, UDC’s will make three attempts to read information from their server


Access will be attempted during peak usage time (2 PM - 6PM)


UDC’s will download information from the MDMA applicant’s server and compare it to its predefined “processed” record layout


Separately, the MDMA must send UDC’s a copy of this file on magnetic media using an overnight delivery service


UDC’s technical staff will evaluate alternative file transfer compatibility in event of phone line or network problems


Files must have 100% correspondence


Tolerances (if any) will be considered during this evaluation


Exception reports (if any) must accompany the MDMA submission


Acceptance testing procedure—Phase 2


If and only if phase 1 is completed successfully


UDC’s sends the MDMA the meter file for the second test period


May differ from the first file in order to mimic meter removals, additions, etc.


Data is shipped with return receipt requested


UDC’s then forwards the second month of raw test data to the MDMA applicant, and the testing process is repeated


The second period of test data includes some additional specific conditions to be tested (less than previous read, reads for meters flagged as removed, change to daylight savings time, etc.)


Data is shipped with return receipt requested


MDMA has three business (calendar?) days from date of receipt until usage information must become available on their server


Using access information provided by MDMA applicant, UDC’s will make three attempts to read information from their server


Access will be attempted during peak usage time (2 PM - 6PM)


UDC’s will download information from the MDMA applicant’s server and compare it to its predefined “processed” record layout


Separately, the MDMA must send UDC’s a copy of this file on magnetic media using an overnight delivery service


UDC’s technical staff will evaluate alternative file transfer compatibility in event of phone line problems


Files must have 100% correspondence


Tolerances (if any) will be considered during this evaluation


Exception reports (if any) must accompany the MDMA submission


MDMA only gets two total tries


For third try, wait six months and pay another fee





Ongoing Performance Criteria


Ongoing adherence to General Acceptance Requirements, defined above


Recertification will be required if the MDMA discontinues service for any period of time exceeding one month, regardless of reason


UDC’s may periodically perform sample tests of any set of meters it desires


MDMA applicant required to participate (with appropriate advanced notice) in any user conferences hosted by UDC’s


Each meter must be read every 27 to 33 days, as defined in an agreed schedule


Server must contain 3 days of (rolling) read history 


After 30 days, information must be archived for three years


All meter reads will be in whole days


Information must be posted to the server at least once per day.


UDC’s will periodically:


Submit requests for archived usage information, which must subsequently be honored within 24 hours of receipt


Contact the MDMA technical support staff at various times throughout the 24/365 operating period


The MDMA applicant must test its disaster plan every two years
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