MDMA/Meter Reading Certification Test








Purpose


Pursuant to Decision 97-10-087, any ESP wishing to offer Meter Data Management Agent (MDMA) and/or Meter Reading Services must demonstrate the ability to perform MDMA functions. This document describes the tests to be performed to meet this requirement. The test may be performed for Meter Reading only, MDMA services only, or both. 





Definitions





“Demonstrate” means conducting an activity and creating tangible evidence that the activity has been performed, such as a written or photographic record. When referring to an “ability” to perform, “demonstrate” means having written processes and procedures in place along with appropriate training of personnel that ensure that the activity can and will be performed as necessary (an example would be a disaster recover plan).





“Documentation” means a physical copy of written, photographic, or other record that describes test results, processes and procedures, training programs, or other items as required by the certification tests as described below. Such documentation must be available for inspection in accordance with the audit provisions of the UDC-ESP Service Agreement. 





Meter Reading Certification Requirements





Training Program. The meter reading company’s staff must be trained and supervised; to be certified, the meter reading company must have a documented training program in place and documentation that its meter reading staff is trained. Training shall consist of completing company-determined course work, passing examinations, or any other training program used by the company appropriate to the work being performed.





Testing. The meter reading company must conduct tests to demonstrate the following:





Read meters proficiently, including physical reads (may be just as backup)





Demonstrate ability to be easily identified in the field and have proper identification





Demonstrate ability to detect and report tampering and unsafe or non-compliant conditions





Transport data to the MDMA in a secure fashion





Maintain the communication link between the meter and MDMA (this does not necessarily mean performing the actual work, but being responsible for the link and ensuring that repair or maintenance work is done when necessary)





MDMA Certification Requirements





Training Program. The MDMA’s data processing staff must be trained and supervised, and must participate in ongoing technical training; to be certified, the MDMA must have a documented training program in place and documentation that its data processing staff is trained. Training shall consist of completing company-determined course work, passing examinations, or any other training program used by the company appropriate to the work being performed.





The MDMA must sign a confidentiality agreement that meets the requirements specified in the UDC-ESP Service Agreement in Decision 97-10-087.





The MDMA must have and follow a policy for retention of business records to ensure the ability to comply with the audit provisions of the UDC-ESP Service Agreement.





MDMA Server Availability Certification Tests 





Disaster Recovery Plan. The MDMA must have adequate system redundancy and a documented disaster recovery plan:





For a minor disaster, which consists of a hardware failure, no more than a two-hour outage is acceptable





For a major disaster, which consists of an event beyond the MDMA’s control, such as a building fire or telecommunications interruption, but other than those covered by force majeure as defined in the UDC-ESP Service Agreement , no more than a 24-hour outage is acceptable





The plan may include arrangements for processing responsibilities to be (temporarily or permanently) assumed by another, previously approved MDMA





The plan must include a worst-case provision to ensure that no data is lost (even if another set of physical meter reads must be taken)





Operational Capabilities. The MDMA must document the following operational capabilities:





MDMA server must operate on a 24/365 basis except for scheduled outages





If not a mirrored system, outages must be regularly scheduled during lowest use periods





System backups must be stored off-site in a secured facility





Additional scheduled down time (which must include advance notification to all potentially affected parties ) must total less than eight hours per month, must be no more than four consecutive hours, and must occur during the lowest use periods





The MDMA must provide 24/365 access to technical assistance (contact names, beeper numbers, help desk phone number, e-mail address, etc.) including a toll-free number and staff to field questions and concerns on :





Data and MDMA Server availability





Other support, including questions regarding data corruption and adjustments will be provided during normal business hours, local California time.





Certification Tests for MDMA Facilities 





The MDMA applicant must have in place the following system access controls:





Secure-sockets layer or other security mechanism agreed upon by the parties  for all situations where data is being transmitted from the MDMA Server to other parties over a common carrier





Physical access restrictions to the MDMA’s data processing center. 





The clock on the MDMA server must be synchronized to be within 60 seconds of the time reported by UTC (Universal Coordinated Time)





The MDMA’s hardware and software platforms must show proof of scale-ability to meet the throughput and connectivity performance  requirements in Appendix D (Item 1) of the July 25, 1997 MDCS Report. 





MDMA network transport will have adequate bandwidth to ship out the maximum daily data volume within a 2 hour window, given that the data recipient has adequate hardware to receive the data and there is adequate bandwidth available on the Internet.





MDMA Certification Test Procedure





Accept Meter Reads. The MDMA Applicant shall perform a test to demonstrate that the MDMA accurately receives and stores raw meter data as received from all its Meter Reading Provider(s).  This test shall include each type of meter the MDMA supports, and shall demonstrate that the MDMA interprets and stores all meter values related to revenue data accurately.  This could include usage, interval, demand, time-of-use, and other data, depending on the services offered by the MDMA.  The meter data stored on the MDMA Server shall be verified by comparison with an independent reading of the meter(s), such as by using the meter manufacturer's test software.





Validation, Editing, Estimation (VEE) and Data Exchange. The MDMA Users Group will provide standard test data representing “typical” hourly reads for two meter reading periods. 





10 to 100 cases





Different start/end dates and times





Cases will contain a wide range of problems to exercise the validation, editing, and estimation procedures agreed to by the MDMA Users Group and which are in compliance with current CPUC-approved validation, editing, and estimation procedures (complete with high/low issues, missing/corrupted data, duplicate reads, no-reads, removal reads, failed meters, different record intervals, etc.). Until the CPUC approves such procedures, the certification test will use the majority validation, editing, and estimation procedures described in the July 25, 1997 Meter and Data Communications Standards Workshop Report Section VII.B.1 through VII.B.8. and VII.B.13(d).





For each test period, the MDMA User’s Group  will prepare three test files





Meter file, consisting of the meter ID code, meter characteristics, etc.





“Raw” data file corresponding to input provided by the meter read





All read detail (e.g., record interval) will be consistent with corresponding meter characteristics





“Processed” data file consisting of records to be made available on the server





All applicable usage calculations, exception processing (using standard algorithms), and formatting rules will have been exercised





Tolerances (if any) applicable to any algorithms will be as small as possible





Acceptance testing procedure





The MDMA will begin with the meter file (meter ID code, characteristics, etc.) and raw test data in format agreed to by MDMA Users Group 





The MDMA perform validation, editing, and estimation  processing of the raw meter reading data and publish the output file to the MDMA Server in the California Meter Exchange Protocol format





The MDMA will verify that a UDC or ESP can read information from their server, by having a UDC or ESP actually retrieve data





Access will be  during peak Internet usage time (2 PM - 6PM)





The MDMA  will compare the output file  to its predefined “processed” record layout





Files must have 100% correspondence or generate an exception report if applicable





Data Archiving. The MDMA should have the ability to archive meter reading data for the time specified by the MDCS documents on MDMA certification. The MDMA should test its ability to store data to a backup storage media. The MDMA should also test the retrieval of data from the backup storage media. The MDMA should be able to readily provide its backup and retrieval procedures for proof of meeting MDMA standards.





Ongoing Certification  Criteria





Recertification will be required if the MDMA discontinues service for any period of time exceeding one month, regardless of reason





The MDMA applicant must test its disaster plan every two years





Performance Standards





The MDMA must document continuing compliance with CPUC-approved standards for accuracy, timeliness, and data retention through production and retention of monthly performance reports, Until the CPUC approves such performance standards, the certification test will use the majority standards described in the July 25, 1997 Meter and Data Communications Standards Workshop Report Section VII.B.9 through VII.B.13(c) for MDMAs and VI.B.1(a), (b), and (d) for Meter Readers.





For Meter Readers, each meter must be read every 27 to 33 days, as defined by the UDC’s meter reading schedule.





The MDMA Server must contain 3 days of (rolling) read history. 





For MDMA’s, after 30 days, information must be archived for three years.





For MDMA’s, nformation must be posted to the server at least once per business day.
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