MDMA Acceptance Test








1	Purpose


Pursuant to Decisions 97-10-087 and 97-12-048, any ESP wishing to be a Meter Data Management Agent (MDMA) must demonstrate the ability to perform all MDMA functions including the meter reading service provider function. This document describes the tests to be performed to meet this requirement. This document assumes MDMAs will perform self-tests, with the results submitted to UDCs. At the UDC’s discretion, the UDC may administer the tests itself. Please see the companion document, “MDMA Acceptance Process and Performance Standards” for further details.  





2	Retest


Should an MDMA perform and fail the acceptance test twice, the MDMA must wait three months prior to being tested again.





3	Definitions





“Demonstrate” means conducting an activity and documenting that the activity has been performed via a written or photographic record or other documentation. When referring to an “ability” to perform, “demonstrate” means having written processes and procedures in place along with appropriate training of personnel that ensure that the activity can and will be performed as necessary (an example would be a disaster recovery plan).





“Documentation” means a physical copy of a written, photographic, or other record that describes test results, processes and procedures, training programs, or other items as required by the acceptance  tests described below. Such documentation must be available for inspection in accordance with the audit provisions of the MDMA Service Agreement. 





4	Meter Reading Acceptance Test





The MDMA must verify and document that meters and communications systems to be used by the MDMA to provide meter reading services have been inspected in accordance with Decision 97-12-048.





Testing. The MDMA must conduct tests to demonstrate the following for the respective employees involved in meter reading activities:





Read meters proficiently, including physical reads (may be just as backup)





Demonstrate ability to manage the meter reading schedule





Demonstrate that meter readers will clearly identify what company they are from and what the purpose of their visit to the customer’s site is, and will carry MDMA-issued identification cards and a letter or some other writing which describes which ESP the services are being rendered for 





Demonstrate ability to detect and report meter, safety, and hazardous conditions to the UDC and ESP 





Transport data to the MDMA in a secure fashion





Maintain the communication link between the meter and MDMA (this does not necessarily mean performing the actual work, but being responsible for the link and ensuring that repair or maintenance work is done when necessary)





5	Meter Data Management Acceptance Test Requirements





The MDMA must have and follow a policy for retention of business records to ensure the ability to comply with the audit provisions of the ESP Service Agreement and applicable CPUC decisions.





The MDMA must ensure that the MDMA Server can interface with the systems the ESP and UDC (this is done by performing the data exchange test described below).  





MDMAs must demonstrate that they can provide the succeeding ESP’s MDMA with the most recent 12 months (or the maximum available) of historical consumption data 10 days prior to the ESP switch date or other date agreed to by the succeeding ESP, but in no case in less than five days after the data has been requested.


 


MDMA Server Availability Acceptance Tests 





Disaster Recovery Plan. The MDMA must have adequate system redundancy and a documented disaster recovery plan.





For a minor disaster, which consists of a hardware failure, no more than a two-hour outage is acceptable.





For a major disaster, no more than a 24-hour outage is acceptable. The plan should provide measures to assure that no more than a 24-hour outage is experienced.  This would include plans for events that would normally be considered force majeure and would only except area wide catastrophes, as opposed to site specific disasters. 





The plan may include arrangements for processing responsibilities to be (temporarily or permanently) assumed by another, previously approved MDMA.





The plan must include a worst-case provision to ensure that no data is lost (even if another set of physical meter reads must be taken).





Operational Capabilities. The MDMA must document the following operational capabilities:





MDMA server must operate on a 24 hours a day/365 days a year basis except for scheduled outages.





If not a mirrored system, outages must be regularly scheduled during lowest use periods.





System backups must be stored off-site in a secured facility.





Additional scheduled down time (which must include advance notification to all potentially affected parties ) must total less than eight hours per month, must be no more than four consecutive hours, and must occur during the lowest use periods





5.4.3 	The MDMA must provide to all users 24 hours a day /365 days a year access to technical assistance (contact names, beeper numbers, help desk phone number, e-mail address, etc.) including a toll-free number and staff to field questions and concerns on :





Data and MDMA Server availability





Other support, including questions regarding data corruption and adjustments will be provided during normal business hours, local California time.





6	Acceptance Tests for MDMA Facilities 





The MDMA applicant must have in place the following system access controls:





Secure-sockets layer or other security mechanism agreed upon by the parties  for all situations where data is being transmitted from the MDMA Server to other parties over a common carrier





The MDMA data on the server awaiting transport to the MDMA user must be protected from unauthorized access by outside entities by a firewall, encryption, or some other reasonable security measure(s).  





Physical access restrictions to the MDMA’s data processing center. 





The clock on the MDMA server must be synchronized to be within 60 seconds of the time reported by UTC (Universal Coordinated Time).





The MDMA’s hardware and software platforms must show proof of scale-ability to ship out data in accordance with the throughput and connectivity performance  requirements in Appendix D (Item 1) of the July 25, 1997 MDCS Report, without regard to restrictions that might result from the equipment used to receive the data. 








7	MDMA Acceptance Test Procedure





7.1	Accept Meter Reads and Exchange Data (Integrated System Test). The MDMA shall perform a test to demonstrate that the MDMA accurately receives and stores raw meter data and publishes the data to the MDMA Server.  





This test shall include each type of meter the MDMA supports, and shall demonstrate that the MDMA interprets and stores all meter values related to revenue data accurately.  This could include usage, interval, demand, time-of-use, and other data, depending on the services offered by the MDMA. 


 


The meter data stored on the MDMA Server shall be verified by comparison with an independent reading of the meter(s), such as by using the meter manufacturer's test software.


The MDMA will perform validation, editing, and estimation  processing of the raw meter reading data and publish the output file to the MDMA Server in the California Meter Exchange Protocol format





The MDMA will verify that a UDC or ESP can read information from their server, by having a UDC or ESP actually retrieve data.





Access will be  during peak Internet usage time (2 PM - 6PM Pacific Standard or Daylight Time)





7.2	Validation, Editing, Estimation (VEE). The MDMA Users Group will provide standard test data representing “typical” hourly reads for two meter reading periods. 





10 to 100 cases





Different start/end dates and times





Cases will contain good data as well as a wide range of problems to exercise the validation, editing, and estimation procedures agreed to by the MDMA Users Group and which are in compliance with validation, editing, and estimation procedures approved in Decision 97-12-048 (for example,  high/low issues, missing/corrupted/failed meter data, duplicate reads (same data submitted by meter reader  twice), no-reads, removal reads, different record intervals, etc.). 





For each test period, the MDMA User’s Group  will prepare three test files





Meter file, consisting of the meter ID code, meter characteristics, etc.





“Raw” data file corresponding to input provided by the meter read





All read detail (e.g., record interval) will be consistent with corresponding meter characteristics





“Processed” data file consisting of records to be made available on the server.





All applicable usage calculations, exception processing (using standard algorithms), and formatting rules will have been exercised





Tolerances (if any) applicable to any algorithms will be as small as possible





Acceptance testing procedure





The MDMA will begin with the meter file (meter ID code, characteristics, etc.) and raw test data in format agreed to by MDMA Users Group 





The MDMA will perform validation, editing, and estimation processing of the raw meter reading data in accordance with the VEE procedures agreed upon by the MDMA Users Group, which comply with D.97-12-048.


The MDMA  will compare the output file  to its predefined “processed” record layout





Files must have 100% correspondence or generate an exception report if applicable





Data Archiving. The MDMA must have the ability to archive meter reading data for three years beyond the final payment under the ESP Service Agreement with the UDC. The MDMA should test its ability to store data to a backup storage media. The MDMA should also test the retrieval of data from the backup storage media. The MDMA should be able to readily provide its backup and retrieval procedures for proof of meeting MDMA standards.





Adjustment. The MDMA must demonstrate the ability to adjust and re-post meter data to the MDMA Server according to the CMEP format. Data may be adjusted going back three years or to the last good meter test. The MDMA must also demonstrate the ability to maintain an audit trail of any adjustments to data, including who made the adjustment, why the adjustment was made, what data was adjusted, what adjustment was made, and when the adjustment was made.





Data Re-framing. The MDMA must demonstrate its ability to reframe and re-post meter data to the MDMA Server according to the CMEP format. This will be done at the request of the UDC or ESP.apply adjustments to data and to re-frame data for bil
