Meeting Notes


Internet EDI Meeting, March 1, 1999





Introductions, Review of Agenda:  Attendance included software vendors as well as regular participants in California’s direct access implementation working groups.  Newcomers summarized their involvement in the market midway through the meeting.





Introduction and Overview of Internet EDI - alternative strategies and status of technical standards:  Dave Darnell, SysTrends Inc., and team lead of Utility Industry Group’s Internet EDI working group


Presentation is at ftp://www.systrends.com/pub/Download/UIG/Internet_WG/.





Experiences in Developing and Implementing Internet EDI in the Gas Industry:  Ryan Goldman, PG&E


The Gas Industry Standards Board (GISB) has developed standards for EDI in the competitive natural gas industry.  Ryan reviewed the components that make up the GISB standards, and PG&E’s concern that they present obstacles to implementation by small players in the market.  Ryan’s presentation is also available on Dave Darnell’s Internet site (see above).





Status of Implementation Planning in California UDCs:  Mark Schindel, SCE, and Ryan Goldman, PG&E


SCE is preparing to implement an Internet interface for its EDI system, and estimates a completion time of mid to late 2nd quarter of 1999.  SCE’s system will be able to communicate using a variety of protocols, as shown in a separate attachment that is being circulated together with these meeting notes.  PG&E has also been evaluating its needs and requirements, and researching alternatives for an Internet interface to its EDI system (vendor packages vs. internal systems;  the diagram discussed by PG&E is not available for distribution).  PG&E is trading DASRs over the Internet now (it’s the only utility doing this).  There is a desire for consistency in the implementation of new systems.





Additional Presentations


Pull vs. Push Technologies:  Chris King, CellNet Data Systems


Deferred


Public Key Infrastructure (PKI):  Ed Quiroz, Office of Ratepayer Advocates


Ed has raised the need to address security concerns in the Permanent Standards Working Group and the Data Quality and Integrity Working Group, but these issues should be considered here as well.  Among Ed’s points are that EDI is not just an information exchange, it is the building block toward a transaction-oriented market infrastructure, that data security practices such as PKI are an enabling component that supports the EDI market infrastructure, and that the task before this group is to identify and partner the steps needed for rapid migration from an expensive VAN-based transaction network toward a significantly lower cost and secured EDI/Internet solution, i.e., a business transaction infrastructure.





General Discussion of Goals, Concerns, and Options


The following structure guided this general discussion:


Illustrative Goals:  (a) ensure consistency in implementation of Resolution E-3582, (b) ensure that the resolution’s motivation of reducing cost does minimize the cost to market participants, (c) maximize interoperability with existing systems, (d) facilitate market participants’ ability to enter the world of EDI, and (e) anticipate future directions in electronic commerce.


Constraints or Opportunities presented by existing non-UDC systems


Security Concerns.  Notable excerpts from current Internet Engineering Task Force draft standards:  (a) Requirements for Inter-operable Internet EDI, section 3.8.4, “Either one of S/MIME or PGP/MIME fulfill the requirements of the EDIINT work group”, and HTTP Transport for Secure EDI, section 1.1, “The applicability statement, ‘MIME-based Secure EDI’ explained the basic EDI transaction using the concept of a ‘secure transmission loop’ for EDI. ... The above describes functionality which if implemented would satisfy all security requirements.”  If anyone disagrees with these conclusions of the IETF work group, why (in adequate detail to allow discussion)?


Interoperability found in current systems


Extent to which we should require compliance with current draft standards -- if even partial compliance, with which standards?


Observations about cost, options for implementors of new systems


Other issues?


The following observations were made:


How does “EDI over the Internet” fit with other EDI work in subteams?


Transport of EDI is separate from commonality of EDI format


“Cheap” transport (lowering costs)


May require investigation of different options


Driven by Resolution E-3582 from CPUC


Aspects of “solution”


Interoperability (commonality)


Follow standards


“Easy”;  lower costs;  flexible - EDI can reduce transaction costs.


Don’t overspecify technology, because this represents “competitive advantage”.  Specify performance.  There is a need for compatible digital signatures.


Security concerns


Digital signatures


Certificate authorization (1 vs. many choices?  Who?)


Interoperability


Use IETF standards


Look at associations (UIG, IETF, ?)


Commonwealth reported that it is now sending billing data using EDI.


Getting started (with EDI over the Internet)


What are ESP expectations?


low cost


commonality


Transport options:  FTP, HTTP, SMTP, VPN, XML, Java, etc.


TCP/IP commonality


Different issues with different transactions?  (810, 814, 867, etc.)


867 (Meter usage.  Initially “pull” data, staying with the current mechanism.)


810 (Billing), 814 (DASR) - expectation to “push” data.  Small market players may need a “pull” mechanism, but can use service bureaus.


Acknowledgments (997)


First-in/ First-out (timestamps)


Packaging large files - SMTP can fragment files in transit, and may thereby invalidate digital signatures


Look at Business Requirements


What are the differences between EDI Internet vs. VAN?


More data management and security with VAN


But Internet software vendors can also provide data management and security


Group directions (still need further investigation)


Public Key Infrastructure (PKI)


Internet Engineering Task Force (IETF) EDI-INT compliance is possible but not yet decided


HTTP Secure Sockets Layer (SSL)


X.509 standards for Certification Authorization





Determination of Next Steps


Preliminar
