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Abstract

Many analysts projected 1999 as the year of digital certificates and Public Key Infrastructures (PKI). While this projection has been relatively accurate, leveraging an enterprise PKI and integrating it with applications remains an elusive task.  This presentation covers the real world case of the California Independent System Operator (Cal ISO) PKI and its integration with enterprise applications.

Topics

· Elements of a comprehensive security architecture

· Overview of public key cryptography 

· Technical and operational aspects of a PKI

· Scalability and usability of a PKI

· Integration of PKI with EDI 

· Integration of PKI with enterprise applications

· PKI feasibility study
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